Załącznik nr 1

1. Wdrożenie dla UM Zgorzelec rozwiązania **ESET Protect Enterprise,** w związku z **rozszerzeniem** obecnie posiadanego rozwiązania ESET Essential (ważne do **2025-10-07**)

o identyfikatorze licencji 33E-RCA-B3T ( ilość urządzeń końcowych bez zmian: 140)

1. Ważność nowego rozwiązania : 24 miesiące od daty wdrożenia
2. Warunki wdrożenia powyższego rozwiązania:
3. Instalacja i konfiguracja na infrastrukturze Producenta – rozwiązanie chmurowe (cloud)
4. Wdrożenie musi być wykonane przez certyfikowanych inżynierów oficjalnego dystrybutora rozwiązań ESET na rynek polski – będącego reprezentantem firmy ESET w Polsce.
5. Konfiguracja środowiska chmurowego wg poniższego zakresu :
6. Instalacja i konfiguracja konsoli zdalnego zarządzania ESET Protect.
7. Podanie danych do konfiguracji UTM w celu poprawnej komunikacji LAN -> WAN
8. Przygotowanie paczek instalacyjnych oprogramowania klienckiego ESET wraz z agentem.
9. Konfiguracja maksymalnie trzech polityk.
10. Stworzenie przykładowych grup statycznych/dynamicznych.
11. Instalacja wcześniej przygotowanej paczki dla Zamawiającego wraz z agentem na maksymalnie 3 komputerach w celu weryfikacji ustawień
12. Skonfigurowanie usługi sandbox.
13. Instalacja i konfiguracja szyfrowania pełnej powierzchni dysku na maksymalnie jednej stacji.
14. Weryfikacja czy zostały przypisane odpowiednie polityki/konfiguracja.
15. Weryfikacja poprawności instalacji.
16. Wdrożenie serwera ESET Inspect.
17. Wdrożenie konektorów ESET Inspect Connector.
18. Przygotowanie polityki połączeniowej i zaaplikowanie dla stacji końcowych z zainstalowanym konektorem.
19. Stworzenie maksymalnie 3 wyjątków dla rozwiązania ESET Inspect