Znak sprawy:

OiN.2601.107.2024

Żuromin, dnia 15.11.2024 r.

**Zamawiający:**

Powiat Żuromiński

**ZAPYTANIE OFERTOWE**

1. **NAZWA PRZEDMIOTU ZAMÓWIENIA:**

## Przeprowadzenie audytu KRI, przeglądu, aktualizacji i opracowania kompletnej dokumentacji Systemu Zarządzania Bezpieczeństwem Informacji (SZBI) zgodnej z normą ISO/IEC 27001:2023, wdrożenie SZBI, zbudowanie Planu Ciągłości Działania, przeprowadzenie szkoleń z zakresu cyberbezpieczeństwa oraz przeprowadzenie testów socjotechnicznych.

## Przedmiot zamówienia będzie realizowany w ramach Konkursu Grantowego „Cyberbezpieczny Samorząd”, Priorytet II: Zaawansowane usługi cyfrowe, działanie 2.2. – Wzmocnienie krajowego systemu cyberbezpieczeństwa, (zwany dalej „Projektem”) w ramach Funduszy Europejskich na rozwój cyfrowy 2021-2027 (FERC).

1. **NAZWA I ADRES ZAMAWIAJĄCEGO:**

Powiat Żuromiński – Starostwo Powiatowe

09-300 Żuromin, ul. Plac Józefa Piłsudskiego 4

1. **POSTANOWIENIA OGÓLNE:**

Wartość niniejszego zamówienia nie przekracza kwoty 130.000 złotych netto. Zamawiający informuje, że postępowanie prowadzone jest z wyłączeniem ustawy Prawo zamówień publicznych, w oparciu zasady określone w niniejszym zapytaniu.

Strona internetowa za pośrednictwem której prowadzone jest postępowanie <https://bazakonkurencyjnosci.funduszeeuropejskie.gov.pl/>

1. **CHARAKTERYSTYKA PRZEDMIOTU ZAMÓWIENIA:**
2. **Ogólny opis przedmiotu zamówienia**

Przedmiotem zamówienia jest wykonanie następujących usług dla potrzeb Starostwa Powiatowego w Żurominie:

* Przeprowadzenie audytu KRI,
* Przegląd, aktualizacja i opracowania kompletnej dokumentacji Systemu Zarządzania Bezpieczeństwem Informacji (SZBI) zgodnej z normą ISO/IEC 27001:2023,
* Wdrożenie opracowanego SZBI,
* Opracowanie Planu Ciągłości Działania,
* Przeprowadzenie szkoleń z zakresu cyberbezpieczeństwa,
* Przeprowadzenie testów socjotechnicznych

- Kod CPV 72800000-8: Usługi audytu komputerowego i testowania komputerów

- Kod CPV – 80500000-9: usługi szkoleniowe

1. Przedmiotem zamówienia jest komplet usług: usługa polegająca na przeprowadzeniu audytu cyberbezpieczeństwa KRI w Starostwie Powiatowym Żurominie w ramach projektu „Cyberbezpieczny samorząd” zgodnie z zakresem oraz formularzem stanowiącym załącznik nr 6 do Regulaminu Konkursu Grantowego „Cyberbezpieczny samorząd” zakończonego raportem oraz opracowanie pełnej kompletnej dokumentacji Systemu Zarządzania Bezpieczeństwem Informacji (SZBI) oraz wdrożenie opracowanego SZBI w oparciu o KRI/KSC i normę ISO27001:2023. Wykonanie i przekazanie Raportu z Audytu oraz diagnozy końcowej (opis zakresu przeprowadzonych prac audytowych, analizę informacji zebranych podczas audytów, wnioski i zalecenia związane z rozwiązaniem występujących problemów, analiza złożonego zał. nr 6 konkursu grantowego). Przeprowadzenie szkoleń z zakresu cyberbezpieczeństwa oraz testów socjotechnicznych.
2. Audyt musi być przeprowadzony przez co najmniej 1 audytora posiadającego co najmniej jeden certyfikat określony w Rozporządzeniu Ministra Cyfryzacji z dnia 12 października 2018 r. w sprawie wykazu certyfikatów uprawniających do przeprowadzenia audytu (Dz.U.2018 poz.1999). Audyt musi byś wykonany przez audytorów posiadających uprawnienia i doświadczenie opisane szczegółowo w pkt V. przedmiotowego Zapytania – „V. WYMAGANIA DOTYCZĄCE PRZEDMIOTU ZAMÓWIENIA”.
3. **WYMAGANIA DOTYCZĄCE PRZEDMIOTU ZAMÓWIENIA:**

O udzielenie zamówienia mogą̨ ubiegać się̨ Wykonawcy, którzy spełniają̨ określone poniżej warunki:

1. Wymaga się̨ aby wykonawca dysponował co najmniej 1 audytorem posiadającym uprawnienia na podstawie certyfikatów wskazanych w Rozporządzeniu Ministra Cyfryzacji z dnia 12 października 2018 r. w sprawie wykazu certyfikatów uprawniających do przeprowadzenia audytu (Dz.U. 2018 poz. 1999) w rozumieniu art. 15 ustawy z dnia 5 lipca 2018 r. o krajowym systemie cyberbezpieczeństwa (t.j. Dz.U. 2020 poz. 1369 ze zm.) i 2-letnie doświadczenie zawodowe.

Wykaz certyfikatów wskazanych w w/w rozporządzeniu:

1. Certified Internal Auditor (CIA);
2. Certified Information System Auditor (CISA);
3. Certyfikat audytora wiodącego systemu zarządzania bezpieczeństwem informacji według normy PN-EN ISO/IEC 27001 wydany przez jednostkę oceniającą zgodność, akredytowaną zgodnie z przepisami ustawy z dnia 13 kwietnia 2016 r. o systemach oceny zgodności i nadzoru *rynku (Dz. U. z 2022 r. poz. 1854),* w zakresie certyfikacji osób;
4. Certyfikat audytora wiodącego systemu zarządzania ciągłością działania PN-EN ISO 22301 wydany przez jednostkę oceniającą zgodność, akredytowaną zgodnie z przepisami ustawy z dnia 13 kwietnia 2016r. o systemach oceny zgodności i nadzoru rynku, w zakresie certyfikacji osób;
5. Certified Information Security Manager (CISM);
6. Certified in Risk and Information Systems Control (CRISC);
7. Certified in the Governance of Enterprise IT (CGEIT);
8. Certified Information Systems Security Professional (CISSP);
9. Systems Security Certified Practitioner (SSCP);
10. Certified Reliability Professional;
11. Certyfikaty uprawniające do posiadania tytułu ISA/IEC 62443 Cybersecurity Expert.
12. Wykonawcy ubiegający się o realizację zamówienia powinni posiadać niezbędną wiedzę i doświadczenie oraz dysponować odpowiednimi zasobami osobowymi umożliwiającymi wykonanie przedmiotu zamówienia, a o udział w zamówieniu mogą ubiegać się Wykonawcy, którzy spełniają następujące warunki w zakresie doświadczenia:
13. Posiadają 2-letnie doświadczenie zawodowe w zakresie wykonania audytów i wykażą się wykonaniem (tj. świadczyli, zrealizowali, zakończyli) co najmniej:

- 2 usługi przeprowadzenia audytów cyberbezpieczeństwa, w kwocie co najmniej 5000 zł każdy,

- 2 audyty bezpieczeństwa informacji zgodnie z wymaganiami KRI (audyt KRI/SZBI zgodnie z ISO 27001), w kwocie co najmniej 5000 każdy,

- 1 audyt bezpieczeństwa systemów informatycznych, w tym testów penetracyjnych, w kwocie co najmniej 5 000 zł każdy,

1. Posiadają co najmniej 2 letnie doświadczenie w przygotowaniu i przeprowadzeniu szkoleń budujących i wzmacniających świadomość cyberzagrożeń i wykażą się wykonaniem co najmniej jednego przeprowadzonego szkolenia w tym zakresie dla łącznie co najmniej 50 osób,

* 1. W celu potwierdzenia spełnienia warunku udziału w postępowaniu w zakresie doświadczenia Wykonawcy Zamawiający żąda złożenia wraz z ofertą wykazu wykonanych usług wraz z podaniem ich wartości, przedmiotu, dat wykonania i podmiotów, na rzecz których usługi zostały wykonane oraz załączeniem dokumentów potwierdzających należyte wykonanie wymaganych usług (np. referencje, protokoły odbioru usług lub inne, z których będzie jednoznacznie wynikać opis zrealizowanych usług, czas ich trwania oraz należyte wykonanie usługi) - **wzór wykazu stanowi Załącznik do Zapytania**;
  2. W celu potwierdzenia spełnienia warunku udziału w postępowaniu w zakresie osób skierowanych przez Wykonawcę do realizacji zamówienia Zamawiający żąda złożenia wraz z ofertą wykazu osób, skierowanych przez Wykonawcę do realizacji zamówienia, w szczególności odpowiedzialnych za świadczenie usług wraz z informacjami na temat ich uprawnień, doświadczenia niezbędnego do wykonania zamówienia publicznego, a także zakresu wykonywanych przez nie czynności oraz załączeniem dokumentów kopię posiadanych uprawnień/ certyfikatów - **wzór wykazu stanowi Załącznik do Zapytania**.

Uwaga: Przez pojęcie „2-letnie doświadczenie” Zamawiający rozumie faktyczne wykonywanie usług (tj. okresy, na który została zawarta dana umowa liczone łącznie)

1. **INNE WARUNKI POSTANOWIENIA:**
2. Zamawiający nie dopuszcza składania ofert częściowych.
3. Istotne postanowienia umowy zostały zawarte **w załączniku nr 3** do zapytania ofertowego.
4. **TERMIN REALIZACJI PRZEDMIOTU ZAMÓWIENIA:** Wymagany termin realizacji przedmiotu zamówienia – **do dnia 31.12.2025r.** z tym że:
5. audyt początkowy – w ciągu 30 dni od zawarcia umowy,
6. przygotowanie i wdrożenie SZBI zgodnie z normą ISO– w ciągu 120 dni od odbioru audytu początkowego,
7. audyt końcowy do 31.12.2025 r.,
8. szkolenie z zakresu cyberbezpieczeństwa – w ciągu 60 dni od daty zawarcia umowy,
9. przeprowadzenie testów socjotechnicznych – 90 dni od daty zawarcia umowy.
10. **WYKAZ DOKUMENTÓW DO ZŁOŻENIA DO ZAMAWIAJĄCEGO:**

Wykonawca zobowiązany jest złożyć wraz z ofertą:

* Formularz ofertowy, którego wzór stanowi - Załącznik nr 1 do zapytania ofertowego.
* Oświadczenie o braku podstaw do wykluczenia stanowiące załącznik nr 4 do Zapytania ofertowego
* Pełnomocnictwo (jeżeli dotyczy)
* Wykaz usług wraz z załącznikami
* Wykaz osób (audytorów) wraz z załącznikami

1. **MIEJSCE I TERMIN SKŁADANIA ORAZ OTWARCIA OFERT:**
2. Oferty stanowiące odpowiedź na zapytanie ofertowe należy złożyć za pośrednictwem Bazy konkurencyjności (BK2021) dostępnej pod adresem: <https://bazakonkurencyjnosci.funduszeeuropejskie.gov.pl/> po rejestracji i zalogowaniu się do systemu zgodnie z instrukcją oferenta BK2021 dostępną pod adresem: https://archiwum bazakonkurencyjnosci.funduszeeuropejskie.gov.pl/info/web\_instruction lub innej stronie wskazanej w komunikacie w Bazie konkurencyjności.
3. Termin składania ofert upływa **w dniu 22.11.2024 r.**
4. O terminowym złożeniu oferty decyduje data złożenia oferty za pośrednictwem Bazy Konkurencyjności.
5. **SPOSÓB PRZYGOTOWANIA OFERTY:**
   1. Ofertę należy przedstawić na załączonym do niniejszego Zapytania formularzu.
   2. Oferta wraz z załącznikami musi zostać sporządzona w języku polskim. W przypadku złożenia oferty lub jej załączników w języku obcym, należy do oferty przedłożyć stosowne tłumaczenie na język polski.
   3. Do oferty należy załączyć dokumenty i oświadczenia wymagane zgodnie z pkt VIII. niniejszego Zapytania ofertowego.
   4. Oferta musi być podpisana przez osobę do tego upoważnioną, która widnieje w Krajowym Rejestrze Sądowym, wypisie z ewidencji działalności gospodarczej lub innym dokumencie zaświadczającym o jej umocowaniu prawnym do reprezentowania podmiotu składającego ofertę.
   5. Jeżeli Wykonawcę reprezentuje pełnomocnik do oferty musi zostać załączone pełnomocnictwo określające jego zakres i podpisane przez osoby uprawnione do reprezentacji Wykonawcy.
   6. Zamawiający odrzuci i nie będzie brał pod uwagę przy ocenie oferty niespełniającej warunków określonych niniejszym Zapytaniem ofertowym lub złożoną po terminie. Wykonawcy z tytułu odrzucenia oferty nie przysługują żadne roszczenia.
   7. Każdy z Wykonawców, może złożyć tylko jedną ofertę. Złożenie przez jednego Wykonawcę więcej niż jednej oferty lub oferty zawierającej rozwiązania wariantowe spowoduje odrzucenie wszystkich ofert złożonych przez tego Wykonawcę.
   8. Wykonawcy mogą wspólnie ubiegać się o udzielenie zamówienia.
   9. W przypadku Wykonawców wspólnie ubiegających się o udzielenie zamówienia, oświadczenia i dokumenty, o których mowa w treści niniejszego Zapytania, za wyjątkiem wykazu osób, składa każdy z Wykonawców wspólnie ubiegających się o udzielenie zamówienia.
   10. Wykonawcy ubiegający się wspólnie o udzielenie zamówienia ponoszą solidarną odpowiedzialność za niewykonanie lub nienależyte wykonanie zamówienia, określoną w art. 366 Kodeksu cywilnego.
   11. W przypadku wykonawców wspólnie ubiegających się o udzielenie zamówienia, Zamawiający, przed zawarciem umowy w sprawie zamówienia publicznego, może zażądać przedłożenia umowy regulującej współpracę pomiędzy wykonawcami wspólnie ubiegającymi się o udzielenie zamówienia.
   12. Wykonawca może w celu potwierdzenia spełnienia warunków udziału w postępowaniu polegać na zdolnościach technicznych lub zawodowych podmiotów udostępniających zasoby, niezależnie od charakteru prawnego łączących go z nimi stosunków prawnych.
   13. Wykonawca, który polega na zdolnościach technicznych lub zawodowych podmiotów udostępniających zasoby, składa wraz z ofertą, zobowiązanie podmiotu udostępniającego zasoby do oddania mu do dyspozycji niezbędnych zasobów na potrzeby realizacji niniejszego zamówienia.
   14. Zobowiązanie podmiotu udostępniającego zasoby potwierdza, że stosunek łączący Wykonawcę z podmiotami udostępniającymi zasoby gwarantuje rzeczywisty dostęp do tych zasobów oraz określa w szczególności:
6. zakres dostępnych Wykonawcy zasobów podmiotu udostępniającego zasoby;
7. sposób i okres udostępnienia Wykonawcy i wykorzystania przez niego zasobów podmiotu udostępniającego te zasoby przy wykonywaniu zamówienia;
8. czy i w jakim zakresie podmiot udostępniający zasoby, na zdolnościach którego Wykonawca polega w odniesieniu do warunków udziału w postępowaniu dotyczących kwalifikacji zawodowych i doświadczenia osób przy pomocy których Wykonawca zrealizuje usługi, których wskazane zdolności dotyczą.
   1. Jeżeli zdolności techniczne lub zawodowe podmiotu udostępniającego zasoby nie potwierdzają spełnienia przez Wykonawcę warunków udziału w postępowaniu lub zachodzą wobec tego podmiotu podstawy wykluczenia, Zamawiający żąda, aby Wykonawca w terminie określonym przez Zamawiającego zastąpił ten podmiot innym podmiotem lub podmiotami albo wykazał, że samodzielnie spełnia warunki udziału w postępowaniu.
   2. Wykonawca nie może po upływie terminu składania ofert, powoływać się na zdolności techniczne lub zawodowe podmiotów udostępniających zasoby, jeżeli na etapie składania ofert nie polegał on w danym zakresie na zdolnościach technicznych lub zawodowych podmiotów udostępniających zasoby.
   3. Wykonawca w przypadku polegania na zdolnościach technicznych lub zawodowych podmiotów udostępniających zasoby przedstawia wraz z ofertą, także oświadczenie podmiotu udostępniającego zasoby.
   4. Zamawiający zastrzega sobie prawo dokonywania zmian warunków Zapytania ofertowego, a także jego odwołania lub unieważnienia oraz zakończenie postępowania bez wyboru ofert, w szczególności w przypadku gdy wartość oferty przekracza wielkość środków przeznaczonych przez Zamawiającego na sfinansowanie zamówienia. Powyższe informacje Zamawiający niezwłocznie zamieści na stronie internetowej www.bazakonkurencyjnosci.funduszeeuropejskie.gov.pl.
   5. W toku oceny i badania ofert Zamawiający zastrzega sobie prawo żądać od Wykonawców wyjaśnień lub uzupełnień dotyczących treści złożonych ofert i załączonych dokumentów.
   6. Jeżeli oferowana przez wykonawcę cena lub jej istotne części składowe wydadzą się Zamawiającemu rażąco niskie w stosunku do przedmiotu zamówienia, tj. różnią się o więcej niż 30% od średniej arytmetycznej cen wszystkich ważnych ofert niepodlegających odrzuceniu lub budzą wątpliwości zamawiającego co do możliwości wykonania przedmiotu zamówienia zgodnie z wymaganiami określonymi w zapytaniu ofertowym lub wynikającymi z odrębnych przepisów, Zamawiający zwróci się do wykonawcy o złożenie wyjaśnień dotyczących wyliczenia zaoferowanej ceny i przedłożenia w powyższym zakresie dowodów, a jeżeli Wykonawca w złożonych wyjaśnieniach nie udowodni, że w cenie ofertowej uwzględnił wszystkie koszty niezbędne dla prawidłowego i pełnego wykonania zamówienia, Zamawiający uzna, że złożona oferta nie odpowiada treści Zapytania ofertowego i jako taka będzie podlegała odrzuceniu.
   7. Wykonawca jest związany ofertą przez okres 30 dni kalendarzowych liczonych od dnia upływu terminu na złożenie ofert.
9. **INFORMACJE DOTYCZĄCE POSTĘPOWANIA**
   1. Głównym kanałem komunikacji między Zamawiającym, a wykonawcami jest Baza konkurencyjności (BK2021). W przypadku ograniczeń komunikacyjnych ze stroną BK2021 uniemożliwiających komunikację Zamawiającego z wykonawcami dopuszcza się prowadzenie korespondencji elektronicznej pod adresem e-mail: poczta@zuromin-powiat.pl
   2. Zamawiający zastrzega, że **oferty muszą zostać złożone poprzez Bazę konkurencyjności (BK2021),** zgodnie z postanowieniami pkt IX. niniejszego Zapytania.
   3. Wykonawca może wprowadzić zmiany w złożonej ofercie lub ją wycofać, pod warunkiem, że uczyni to przed terminem składania ofert. Zarówno zmiana, jak i wycofanie oferty wymagają użycia Bazy konkurencyjności (BK2021).
   4. Postępowanie, w tym wszelkie dokumenty postępowania, dostępne są pod adresem: <https://bazakonkurencyjnosci.funduszeeuropejskie.gov.pl/>.
   5. Zamawiający udzieli odpowiedzi na zapytania związane z prowadzonym postępowaniem ofertowym i umieści je na <https://bazakonkurencyjnosci.funduszeeuropejskie.gov.pl/> bez wskazania źródła zapytania.
   6. Zamawiający zastrzega sobie prawo do:
10. unieważnienia postępowania bez podania przyczyny,
11. dokonania zmiany w treści zapytania ofertowego i zmiany terminu składania ofert, wszelkie zmiany wtreści Zapytania zamieszczone zostaną na <https://bazakonkurencyjnosci.funduszeeuropejskie.gov.pl/> i są wiążące dla Wykonawcy,
12. wezwania Wykonawcy do złożenia wyjaśnień dotyczących treści złożonej oferty bądź uzupełnienia wymaganych dokumentów. Przy czym co do zasady wezwanie, o którym mowa powyżej kierowane jest do Wykonawcy, którego oferta została uznana za najkorzystniejszą,
13. dokonania poprawy oczywistych omyłek w złożonej ofercie,
14. odrzucenia złożonej przez Wykonawcę oferty w szczególności, jeżeli:
15. jej treść nie odpowiada treści zapytania ofertowego,
16. jej złożenie stanowi czyn nieuczciwej konkurencji w rozumieniu przepisów o zwalczaniu nieuczciwej konkurencji,
17. zawiera istotne błędy w obliczeniu ceny, tzn. takie, które uniemożliwiają ustalenie ceny ofertowej,
18. jest nieważna na podstawie odrębnych przepisów.
19. unieważnienia postępowania w szczególności, jeżeli:
20. nie złożono co najmniej jednej oferty niepodlegającej odrzuceniu,
21. cena najkorzystniejszej oferty przewyższa kwotę, którą Zamawiający zamierza przeznaczyć na sfinansowanie zamówienia chyba, że Zamawiający może zwiększyć tę kwotę do oferty najkorzystniejszej,
22. wystąpiła istotna zmiana okoliczności powodująca, że prowadzenie postępowania lub wykonanie zamówienia nie leży w interesie publicznym Zamawiającego, czego nie można było wcześniej przewidzieć,
23. postępowanie jest obarczone niemożliwą do usunięcia wadą o obiektywnym charakterze, uniemożliwiającą prawidłową realizację zamówienia.
    1. Informacja o sposobie zakończenia postępowania, zostanie upubliczniona za pośrednictwem Bazy konkurencyjności (BK2021).
    2. Zamawiający wymaga, aby Wykonawca, którego oferta zostanie uznana za najkorzystniejszą w niniejszym postępowaniu, zawarł umowę, zgodnie ze stanowiącym załącznik do niniejszego Zapytania, projektem umowy, w terminie i miejscu wskazanym przez Zamawiającego.
    3. Jeżeli Wykonawcę reprezentuje pełnomocnik, Wykonawca jest zobowiązany najpóźniej w dniu zawarcia umowy przedłożyć stosowne pełnomocnictwo określające jego zakres i podpisane przez osoby uprawnione do reprezentacji Wykonawcy. **Pełnomocnictwo do podpisania umowy musi być złożone w formie oryginału lub notarialnie potwierdzonej kopii.**
    4. Wykonawca, którego oferta zostanie uznana za najkorzystniejszą w niniejszym postępowaniu, zobowiązany najpóźniej w dniu zawarcia umowy, będzie do podpisania oświadczenia o bezstronności i poufności.
    5. W przypadku niezastosowania się przez Wykonawcę, którego oferta zostanie uznana za najkorzystniejszą w niniejszym postępowaniu, do wymogu ustanowionego w pkt 8, 9 lub pkt 10 powyżej, Wykonawca taki zostanie uznany za uchylającego się od zawarcia umowy, co uprawnia Zamawiającego do wyboru kolejnej oferty najkorzystniejszej spośród pozostałych ofert.
24. **WYBÓR OFERTY NAJKORZYSTNIEJSZEJ**
25. O wynikach Zamawiający poinformuje Wykonawców za pośrednictwem BK2021.
26. Zamawiający oceni i porówna jedynie te oferty, które nie zostaną odrzucone przez Zamawiającego.
27. Oferty niepodlegające odrzuceniu zostaną ocenione przez Zamawiającego w oparciu o następujące kryteria i ich znaczenie:

|  |  |  |  |
| --- | --- | --- | --- |
| **L.p.** | **Kryterium** | **Znaczenie procentowe kryterium** | **Maksymalna liczba punktów, jakie może otrzymać oferta za dane kryterium** |
| Nr 1 | Cena łączna brutto | 100% | 100 pkt |

1. Zasady oceny kryteriów
2. Kryterium Nr 1 - dotyczące Ceny łącznej brutto – waga 100%.

Maksymalną liczbę punktów otrzyma oferta Wykonawcy, który zaproponuje najniższą cenę, pozostali Wykonawcy będą oceniani według następującego wzoru:

**Najniższa cena z ofert niepodlegających odrzuceniu**

**PC= ----------------------------------------------------------------------- x 100**

**Cena badanej oferty**

gdzie: PC -ilość punktów, jaką dana oferta otrzyma za cenę oferty brutto.

Zamawiający udzieli zamówienia Wykonawcy, którego oferta odpowiadać będzie wszystkim wymaganiom przedstawionym w zapytaniu i otrzyma największą liczbę punktów w oparciu o podane powyżej kryteria.

**XIII. INFORMACJE O PRZETWARZANIU DANYCH OSOBOWYCH**

W celu wykonania obowiązku nałożonego w drodze art. 13 i 14 RODO, w związku z art. 88 ustawy wdrożeniowej, informujemy o zasadach przetwarzania Państwa danych osobowych:

**Administrator danych**

Odrębnymi administratorami Państwa danych są:

1. Minister Funduszy i Polityki Regionalnej (dalej jako MFiPR), w zakresie w jakim pełni funkcję Instytucji zarządzającej (IZ) Funduszami Europejskimi na Rozwój Cyfrowy 2021- 2027 (dalej jako FERC) z siedzibą przy ul. Wspólnej 2/4, 00-926 Warszawa,

2. Centrum Projektów Polska Cyfrowa (dalej jako CPPC) w zakresie w jakim pełni funkcje Instytucji Pośredniczącej (IP) FERC, z siedzibą przy ul. Spokojnej 13A, 01-044 Warszawa,

3. Centrum Projektów Polska Cyfrowa (dalej jako CPPC) w zakresie w jakim pełni funkcje Beneficjenta FERC, z siedzibą przy ul. Spokojnej 13A, 01-044 Warszawa.

**Podmiot przetwarzający:**

Powiat Żuromiński, 09-300 Żuromin, ul. Plac Józefa Piłsudskiego 4, tel. 23 6574 700, poczta@zuromin-powiat.pl

**Cel przetwarzania danych**

Państwa dane osobowe będziemy przetwarzać w związku z realizacją FERC, w szczególności w związku z naborem 2.2 FERC. Podanie danych jest dobrowolne, ale konieczne do realizacji ww. celu. Odmowa ich podania jest równoznaczna z brakiem możliwości podjęcia stosownych działań.

**Podstawa przetwarzania**

Będziemy przetwarzać Państwa dane osobowe w związku z tym, że:

1. Zobowiązuje nas do tego prawo (art. 6 ust. 1 lit. c RODO):

1) art. 87 ustawy wdrożeniowej,

2) art. 61 ustawy z 28 kwietnia 2022 r. o zasadach realizacji zadań finansowanych ze środków europejskich w perspektywie finansowej 2021-2027 (Dz. U. z 2022 r. poz. 1079),

3) ustawa z 14 czerwca 1960 r. - Kodeks postępowania administracyjnego (tekst jednolity Dz.U. z 2023 r. poz. 775 z późn. zm.),

4) art. 206 ustawy z dnia 27 sierpnia 2009 r. o finansach publicznych (tekst jednolity Dz. U. z 2022 r. poz. 1634, z późn. zm.),

5) Porozumienie trójstronne w sprawie systemu realizacji programu „Fundusze Europejskie na Rozwój Cyfrowy 2021-2027” z 2.02.2023 r.,

6) rozporządzenia Ministra Cyfryzacji z dnia 16 lutego 2023 r. w sprawie udzielania pomocy na rozwój infrastruktury szerokopasmowej w ramach programu Fundusze Europejskie na Rozwój Cyfrowy 2021–2027 (Dz. U. z 2023 r. poz. 405),

2. Wykonujemy zadania w interesie publicznym lub sprawujemy powierzoną nam władzę publiczną (art. 6 ust. 1 lit. e RODO),

3. Przygotowujemy i realizujemy umowy, których są Państwo stroną, a przetwarzanie danych osobowych jest niezbędne do ich zawarcia i wykonania (art. 6 ust. 1 lit. b RODO).

**Rodzaje przetwarzanych danych**

Możemy przetwarzać następujące rodzaje Państwa danych:

1. dane identyfikacyjne, wskazane w art. 87 ust. 2 pkt 1 ustawy wdrożeniowej, w tym: imię, nazwisko, adres, adres poczty elektronicznej, numer telefonu, numer faksu, PESEL, REGON, wykształcenie, identyfikatory internetowe,

2. dane związane z zakresem uczestnictwa osób fizycznych w projekcie, wskazane w art. 87 ust. 2 pkt 2 ustawy wdrożeniowej, w tym w szczególności: wynagrodzenie, formę i okres zaangażowania w projekcie,

3. dane osób fizycznych widniejące na dokumentach potwierdzających kwalifikowalność wydatków, wskazane w art. 87 ust. 2 pkt. 3 ustawy wdrożeniowej, m.in. numer rachunku bankowego, doświadczenie zawodowe, numer uprawnień budowlanych, numer księgi wieczystej,

4. dane dotyczące wizerunku i głosu osób uczestniczących w realizacji Programu lub biorących udział w wydarzeniach z nim związanych.

Dane pozyskujemy bezpośrednio od osób, których one dotyczą, albo od instytucji i podmiotów zaangażowanych w realizację FERC w tym w szczególności od wnioskodawców, beneficjentów, partnerów.

**Dostęp do danych osobowych**

Dostęp do Państwa danych osobowych mają pracownicy i współpracownicy MFiPR oraz CPPC.

Ponadto Państwa dane osobowe mogą być powierzane lub udostępniane:

1. podmiotom, w tym ekspertom, o których mowa w art. 80 ustawy wdrożeniowej, którym zleciliśmy wykonywanie zadań w ramach realizacji FERC,

2. instytucji audytowej, o której mowa w art. 71 rozporządzenie Parlamentu Europejskiego i Rady (UE) 2021/1060 z dnia 24 czerwca 2021 r. ustanawiające wspólne przepisy dotyczące Europejskiego Funduszu Rozwoju Regionalnego, Europejskiego Funduszu Społecznego Plus, Funduszu Spójności, Funduszu na rzecz Sprawiedliwej Transformacji i Europejskiego Funduszu Morskiego, Rybackiego i Akwakultury, a także przepisy finansowe na potrzeby tych funduszy oraz na potrzeby Funduszu Azylu, Migracji i Integracji, Funduszu Bezpieczeństwa Wewnętrznego i Instrumentu Wsparcia Finansowego na rzecz Zarządzania Granicami i Polityki Wizowej,

3. instytucjom Unii Europejskiej (UE) lub podmiotom, którym UE powierzyła zadania dotyczące wdrażania FERC;

4. podmiotom, które wykonują dla nas usługi związane z obsługą i rozwojem systemów teleinformatycznych, a także zapewnieniem łączności, np. dostawcom rozwiązań IT i operatorom telekomunikacyjnym.

**Okres przechowywania danych**

Będziemy przechowywać Państwa dane osobowe zgodnie z przepisami o narodowym zasobie archiwalnym i archiwach, do momentu zakończenia realizacji przez IZ/IP/Beneficjenta wszelkich zadań związanych z realizacją i rozliczeniem FERC, z zastrzeżeniem przepisów, które mogą przewidywać dłuższy termin przeprowadzania kontroli, a ponadto przepisów dotyczących pomocy publicznej i pomocy de minimis oraz przepisów dotyczących podatku od towarów i usług.

**Prawa osób, których dane dotyczą**

Przysługują Państwu następujące prawa:

1. dostępu do swoich danych osobowych oraz otrzymania ich kopii (art. 15 RODO),

2. do sprostowania swoich danych (art. 16 RODO),

3. do usunięcia swoich danych (art. 17 RODO) - jeśli dotyczy,

4. do żądania od administratora ograniczenia przetwarzania swoich danych (art. 18 RODO),

5. wniesienia sprzeciwu – wobec przetwarzania swoich danych (art. 21 RODO) - jeśli przetwarzanie odbywa się w celu wykonywania zadania realizowanego w interesie publicznym lub w ramach sprawowania władzy publicznej, powierzonej administratorowi (tj. w celu, o którym mowa w art. 6 ust. 1 lit. e RODO,

6. wniesienia skargi do organu nadzorczego (art. 77 RODO), tj. Prezesa Urzędu Ochrony Danych Osobowych, w przypadku uznania, że przetwarzanie danych osobowych narusza przepisy RODO lub inne przepisy prawa regulujące kwestię ochrony danych osobowych.

**Zautomatyzowane podejmowanie decyzji**

Dane osobowe nie będą podlegały zautomatyzowanemu podejmowaniu decyzji, w tym profilowaniu.

**Przekazywanie danych do państwa trzeciego**

Nie zamierzamy przekazywać Państwa danych osobowych do państwa trzeciego lub organizacji międzynarodowej innej niż Unia Europejska. W przypadku konieczności przekazania Państwa danych osobowych do państwa trzeciego lub organizacji międzynarodowej zapewniamy, że odbędzie się to z zachowaniem warunków określonych w art. 45 lub 46 RODO.

**Kontakt z administratorem danych i Inspektorem Ochrony Danych**

Jeśli mają Państwo pytania dotyczące przetwarzania przez CPPC danych osobowych, prosimy kontaktować z Inspektorami Ochrony Danych Osobowych (dalej jako IOD) w następujący sposób:

1. IOD MFiPR:

1) pocztą tradycyjną kierując korespondencję na adres: ul. Wspólna 2/4, 00-926 Warszawa,

2) elektronicznie na adres e-mail: IOD@mfipr.gov.pl,

2. IOD CPPC:

1) pocztą tradycyjną kierując korespondencję na adres: ul. Spokojna 13A, 01-044 Warszawa,

2) elektronicznie na adres e-mail: bezpieczenstwo@cppc.gov.pl.

**Podstawa prawna:**

1. ustawa wdrożeniowa - ustawa z 28 kwietnia 2022 r. o zasadach realizacji zadań finansowanych ze środków europejskich w perspektywie finansowej 2021-2027 (Dz. U. z 2022 r., poz. 1079),

2. RODO - rozporządzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych (Dz. Urz. UE. L 119 z 4 maja 2016 r., s.1-88; Dz. Urz. UE L 127 z 23 maja 2018, str. 2 oraz Dz. Urz. UE L 74 z 4 marca 2021, str. 35).

1. **Postanowienia końcowe**
2. Osoba do kontaktu: Maria Żachowska, Paweł Kosek.
3. Wykonawca akceptuje wzór umowy stanowiący załącznik nr 3 do Zapytania Ofertowego.
4. Wykonawca zobowiązuje się do zachowania w ścisłej tajemnicy oraz do nieprzekazywania, nieujawniania i niewykorzystywania informacji stanowiących tajemnicę Zamawiającego, a także wszelkich poufnych informacji i faktów, o których dowie się w trakcie współpracy lub przy okazji współpracy w związku z przygotowaniem oferty, niezależnie od formy przekazania/ pozyskania tych informacji i ich źródła.
5. Zamawiający zastrzega sobie możliwość wezwania Wykonawców, którzy złożyli oferty do uzupełnienia ewentualnych braków formalnych jak i informacji o szczegółach procesów wewnętrznych realizowanych usług, które nie będą wprost wynikały z przesłanych ofert.

Zatwierdził:

Starosta Żuromiński

/-/ Jerzy Rzymowski