**UMOWA POWIERZENIA PRZETWARZANIA DANYCH**

zawarta w dniu \_\_\_\_\_\_\_\_\_\_\_\_\_ 2024 roku w Warszawie („**Umowa**”) pomiędzy:

**Scanmed S.A.**z siedzibą w Warszawie, ul. Stefana Okrzei 1A, 03-715 Warszawa, wpisaną do rejestru przedsiębiorców Krajowego Rejestru Sądowego prowadzonego przez Sąd Rejonowy dla m.st. Warszawy w Warszawie, XIV Wydział Gospodarczy Krajowego Rejestru Sądowego pod numerem KRS: 0000298171, NIP: 6751209442, REGON: 351618159, kapitał zakładowy: 144.889.452,00 zł, wpłacony w całości, posiadającą status dużego przedsiębiorcy

zwana dalej „**Powierzającym”**

oraz

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_reprezentowaną przez:

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

zwana dalej „**Procesorem**”

Powierzający i Procesor zwani są dalej łącznie „**Stronami**”, a każdy z osobna „**Stroną**”.

Mając na uwadze fakt, że Strony zawarły w dniu \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 2024 roku Umowę (dalej: „**Umowa Główna**”), której charakter uzasadnia przetwarzanie przez Procesora danych osobowych w imieniu i na rzecz Powierzającego, Strony zawierają Umowę.

Postanowienia Umowy mają zastosowanie do wszystkich usług przetwarzania danych zgodnie z art. 28 RODO świadczonych na rzecz Powierzającego przez Procesora i są nadrzędne w zakresie przetwarzania danych osobowych w stosunku do postanowień Umowy Głównej.

**§ 1. [Powierzenie przetwarzania]**

1. Powierzający oświadcza, że jest administratorem w rozumieniu art. 4 pkt 7) RODO lub został prawidłowo umocowany przez administratora danych do dalszego powierzenia.
2. Na podstawie art. 28 ust. 3 RODO Powierzający zleca w swoim imieniu Procesorowi przetwarzanie danych osobowych w związku z realizacją Umowy Głównej w zakresie niezbędnym do prawidłowego wykonania Umowy Głównej, a Procesor zobowiązuje się przetwarzać te dane w sposób zapewniający spełnienie wymogów określonych w RODO, w szczególności przestrzegania wymogów określonych w art. 28 ust. 3 i 4 RODO.

**§ 2. [Zakres i cel powierzenia]**

1. Przedmiotem powierzenia przetwarzania danych osobowych przez Powierzającego na rzecz Procesora są dane osobowe, których przetwarzanie jest niezbędne do prawidłowego wykonania Umowy Głównej. Powierzenie obejmuje następujące dane:
2. Kategorie osób:
   * + - Pacjenci Powierzającego;
       - Pracownicy i współpracownicy Powierzającego, osoby kontaktowe Powierzającego.
3. Kategorie danych:
   * + - imię, nazwisko, adres e-mail, numer telefonu (Pracowników, współpracowników, osób kontaktowych Powierzającego);
       - imię i nazwisko, PESEL, dane dotyczące zdrowia (dane potencjalnie związane z pacjentami Powierzającego).
4. Celem powierzenia przetwarzania danych osobowych jest wykonanie Umowy Głównej, w zakresie przewidzianym powyżej, dotyczącym w szczególności realizacji następujących czynności: zbieranie, utrwalanie, przechowywanie, przeglądanie, wykorzystywanie, usuwanie, niszczenie.

**§ 3. [Obowiązki i odpowiedzialność Procesora]**

1. Procesor oświadcza, że zapewnia wystarczające gwarancje wdrożenia odpowiednich środków technicznych i organizacyjnych, by przetwarzanie spełniało wymogi RODO oraz innych przepisów powszechnie obowiązujących w zakresie ochrony danych osobowych i chroniło prawa osób, których dane dotyczą.
2. Procesor niezwłocznie, nie później jak w przeciągu 24h, informuje Powierzającego, jeżeli w jego ocenie wydane mu polecenie na podstawie Umowy stanowi naruszenie RODO lub innych przepisów Unii Europejskiej lub państwa członkowskiego o ochronie danych osobowych.
3. Procesor zobowiązuje się zająć niezwłocznie, zwłaszcza udzielić odpowiedzi najpóźniej w ciągu 7 dni, każdym pytaniem Powierzającego dotyczącym przetwarzania powierzonych mu na podstawie Umowy danych osobowych, w szczególności dotyczącym organizacji przez Procesora ochrony danych osobowych (w tym zastosowanych środków ochrony danych i lokalizacji przetwarzania powierzonych danych).
4. Procesor oświadcza, że posiada odpowiednią fachową wiedzę, wiarygodność i zasoby pozwalające przetwarzać powierzone mu dane osobowe zgodnie z wymaganiami wynikającymi z RODO.
5. Powierzone dane osobowe będą przetwarzane w formie elektronicznej oraz papierowej przez okres niezbędny do realizacji Umowy Głównej.
6. Procesor zobowiązuje się do:
   1. przetwarzania danych osobowych wyłącznie w zakresie i celu zgodnym z poleceniem Powierzającego;
   2. wdrożenia i zapewnienia wszelkich środków bezpieczeństwa wymaganych na mocy art. 32 RODO;
   3. dopuszczenia do przetwarzania powierzonych danych osób, które mają nadane upoważnienia do przetwarzania danych osobowych;
   4. odebrania od osób upoważnionych oświadczeń o zachowaniu w poufności powierzonych danych osobowych oraz o zachowaniu w poufności sposobów ich zabezpieczenia zarówno przez czas trwania Umowy i jak po jej rozwiązaniu;
   5. zgłaszania Powierzającemu stwierdzonych naruszeń ochrony powierzonych do przetwarzania danych osobowych bez zbędnej zwłoki nie później jak w okresie 24 godzin po powzięciu podejrzenia, że takie naruszenie mogło mieć miejsce; zgłoszenie, o którym mowa powyżej musi co najmniej:
      * opisywać charakter naruszenia ochrony danych osobowych, godzinę naruszenia, a także w miarę możliwości - wskazywać kategorie i przybliżoną liczbę osób, których dane dotyczą, oraz kategorie i przybliżoną liczbę wpisów danych osobowych, których dotyczy naruszenie;
      * zawierać imię i nazwisko oraz dane kontaktowe inspektora ochrony danych, jeśli został wyznaczony przez Procesora lub oznaczenie innego punktu kontaktowego, od którego można uzyskać więcej informacji w sprawie naruszenia;
      * opisywać możliwe konsekwencje naruszenia ochrony danych osobowych dla osób, których dane były przedmiotem naruszenia;
      * opisywać środki zastosowane lub proponowane przez Procesora w celu zaradzenia naruszeniu ochrony danych osobowych, w tym – w stosownych przypadkach – środki w celu zminimalizowania jego ewentualnych negatywnych skutków;
   6. jeżeli – i w zakresie, w jakim – powyższych informacji nie da się udzielić w tym samym czasie, należy je udzielać sukcesywnie bez zbędnej zwłoki.
7. Procesor biorąc pod uwagę charakter przetwarzania – w miarę swoich możliwości – wspiera Powierzającego z wywiązywania się z obowiązku odpowiadania na żądania osoby, której dane dotyczą, w zakresie wykonywania jego praw określonych w rozdziale III RODO. Procesor:
   1. wdrożył odpowiednie środki techniczne i organizacyjne, zapewniające należytą realizację wyżej wymienionych obowiązków,
   2. umożliwi korzystanie z praw wskazanych w art. 15 – 22 RODO poprzez zamieszczenie numeru kontaktowego oraz dedykowanego adresu poczty elektronicznej;
   3. stworzy rejestr osób, które skorzystają z praw wskazanych w art. 15 - 22 RODO; rejestr zawiera przynajmniej imię i nazwisko osoby, numer telefonu lub adres poczty elektronicznej, datę wniesienia zapytania oraz przedmiot pytania; rejestr jest udostępniany w wersji elektronicznej na każde żądanie Powierzającego;
   4. przeszkolił upoważnionych pracowników z zasad ochrony danych osobowych i prowadzi cykliczne szkolenia z ochrony danych osobowych,
   5. przeszkolił upoważnionych pracowników z procedury zgłaszania incydentów oraz procedury realizacji praw osób fizycznych,
   6. wyznaczył inspektora ochrony danych lub osobę kontaktową, posiadającą wiedzę z zakresu ochrony danych osobowych.
8. Procesor będzie prowadził zgodny z określonym w art. 30 ust. 2 RODO rejestr wszystkich kategorii czynności dokonywanych w imieniu Powierzającego, co do powierzonych przez Powierzającego danych osobowych do przetwarzania. Rejestr ten w zakresie dotyczącym powierzonych przez Powierzającego danych osobowych zostanie na każde wezwanie niezwłocznie udostępniony Powierzającemu.
9. Procesor wspiera Powierzającego w wywiązywaniu się z obowiązków określonych w art. 32–36 RODO.
10. Powierzający upoważnia Procesora do przetwarzania danych osobowych w zakresie i celu określonym w Umowie, w szczególności w postaci elektronicznej, zwłaszcza w systemach informatycznych, oraz w postaci papierowej, a także do udzielenia dalszych upoważnień do przetwarzania danych pracownikom lub współpracownikom Procesora, którzy będą mieć dostęp do przetwarzania powierzonych danych osobowych.
11. Procesor oświadcza, że powierzone dane osobowe nie będą udostępniane innym podmiotom, w szczególności podmiotom mającym siedzibę w państwie trzecim.
12. Jeżeli przepisy powszechnie obowiązującego prawa nakładają na Procesora obowiązek udostępnienia powierzonych danych osobowych, Procesor przed udostępnieniem, nie później jak w przeciągu 3 dni, informuje Powierzającego o tym obowiązku, o ile prawo to nie zabrania udzielania takiej informacji, jak również w miarę możliwości konsultuje zakres udzielonej odpowiedzi.
13. Po zakończeniu Umowy Procesor jest zobowiązany do zwrócenia lub usunięcia powierzonych danych osobowych, chyba że pisemnie wykaże, że prawo Unii Europejskiej lub prawo państwa członkowskiego, któremu podlega Procesor, nakłada obowiązek przechowywania danych osobowych. Na wniosek Powierzającego, Procesor przedstawi protokół potwierdzający dokonanie tych czynności.

**§ 4.**

**[Dalsze powierzenie]**

1. Procesor nie może, bez uzyskania uprzedniej zgody Powierzającego udzielonej w formie pisemnej pod rygorem nieważności, powierzyć dalej przetwarzania powierzonych na podstawie Umowy danych osobowych innemu podmiotowi.
2. Dalsze powierzenie przetwarzania danych osobowych przez Procesora wymaga zgody określonej w ust. 1 niniejszego paragrafu oraz zawarcia umowy dalszego powierzenia przetwarzania danych osobowych, która będzie chronić dane co najmniej w takim stopniu jak wymogi określone w Umowie.
3. Jeżeli Procesor w imieniu Powierzającego podpowierzy do wykonania konkretne czynności przetwarzania dalszemu podmiotowi przetwarzającemu, to Procesor zapewnia, że dalszy podmiot przetwarzający wypełni te same obowiązki ochrony danych osobowych, jakie zostały nałożone na Procesora w Umowie, w szczególności obowiązek zapewnienia wdrożenia odpowiednich środków technicznych i organizacyjnych, tak aby przetwarzane przez niego danych osobowych było zgodne z wymogami RODO. Procesor gwarantuje w szczególności, że w umowie dalszego powierzenia, dalszy podmiot przetwarzający wypełniać będzie względem Powierzającego obowiązki, wynikające z Umowy, które przysługują Powierzającemu względem Procesora. Procesor ponosi pełną odpowiedzialność za wypełnienie tych obowiązków ochrony danych osobowych przez dalszy podmiot przetwarzający, również materialnie.
4. Procesor zapewni również w umowie z dalszym podmiotem przetwarzającym możliwość realizacji przez Powierzającego kontroli względem dalszego podmiotu przetwarzającego, o której mowa w § 5 Umowy, na tych samych warunkach. Procesor jest zobowiązany poinformować dalszy podmiot przetwarzający, że informacje na jego temat, w tym dane osobowe, zostaną być udostępnione Powierzającemu w celu wykonania przez niego uprawnień, o których mowa w zdaniu poprzedzającym.

**§ 5.**

**[Kontrola]**

1. Powierzający ma prawo do przeprowadzania kontroli zastosowanych przez Procesora sposobów ochrony powierzonych danych osobowych. Procesor ma obowiązek umożliwienia przeprowadzenia takiej kontroli niezwłocznie po wezwaniu, nie później niż w terminie 3 dni od wezwania. Powierzający w efekcie wykonanej kontroli może przedstawić Procesorowi zalecenia pokontrolne, które Procesor niezwłocznie wdroży w terminie określonym przez Powierzającego.
2. Kontrola może zostać przeprowadzona także w okresie do 5 lat od dnia rozwiązania Umowy.

**§ 6.**

**[Odpowiedzialność]**

1. Wykraczając zgodnie z prawem poza polecenie, cel i sposób przetwarzania wskazany w Umowie, Procesor staje się administratorem danych w odniesieniu do tego przetwarzania.
2. W przypadku, gdy wskutek naruszenia przez Procesora zasad ochrony danych osobowych Powierzający poniesie szkodę lub zostanie obciążony karami pieniężnymi, grzywną, odszkodowaniem, zadośćuczynieniem lub podobnymi sankcjami albo sankcjami takimi zostaną obciążeni członkowie Zarządu Powierzającego, pracownicy lub współpracownicy Powierzającego, Procesor zobowiązuje się do zapłaty kwoty równowartości takiej szkody lub sankcji, niezależnie od jej wysokości. Ponadto Procesor zobowiązuje się zwrócić poniesione przez powyższe podmioty wszelkie inne koszty, w tym koszty obsługi prawnej i koszty postępowania.
3. Niezależnie od postanowień określonych w ust. 2, w przypadku niedochowania przez Procesora obowiązków określonych w Umowie Powierzający może żądać od Procesora zapłaty na rzecz Powierzającego kary umownej w wysokości 50 000 zł (słownie: pięćdziesiąt tysięcy złotych) w terminie 7 dni od otrzymania wezwania do zapłaty kary umownej na każdy odnotowany przypadek naruszenia ochrony danych. W przypadku, gdy szkoda poniesiona przez Powierzającego przewyższa wysokość kary umownej Powierzający uprawniony będzie do dochodzenia odszkodowania na zasadach ogólnych.
4. W przypadku, gdy w związku z niezgodnym z przepisami RODO przetwarzaniem przez Procesora danych osobowych wobec Powierzającego zostanie wytoczone przez osobę, której dane dotyczą, postępowanie sądowe, zgodnie z art. 79 RODO, Procesor ponosić będzie odpowiedzialność w szczególności na zasadach określonych w art. 82 RODO.

**§ 7.**

**[Przesyłanie danych osobowych]**

Strony jednoznacznie postanawiają, że w przypadku przesyłania danych osobowych przez sieć publiczną, zostaną one zabezpieczone za pomocą kryptograficznych środków ochrony danych osobowych.

**§ 8.**

**[Czas obowiązywania Umowy]**

Umowa obowiązuje przez okres realizacji Umowy Głównej.

**§ 9.**

**[Wynagrodzenie]**

Z tytułu realizacji Umowy powierzenia Procesorowi nie przysługuje odrębne wynagrodzenie.

**§ 10.**

**[Postanowienia końcowe]**

1. Procesor zobowiązuje się do poinformowania swoich pracowników i współpracowników biorących udział w realizacji Umowy Głównej, jak również Umowy, o tym, że ich dane osobowe zostały udostępnione Procesorowi przez Powierzającego, w celu ich prawidłowej realizacji, w tym w celach kontaktowych. Poinformowanie będzie realizowane w imieniu Powierzającego, w sposób zgodny z art. 14 RODO.
2. Jeżeli którekolwiek z postanowień Umowy będzie nieważne, nieskuteczne lub niewykonalne, to nieważność, nieskuteczność lub niewykonalność tych postanowień nie wpłynie na ważność pozostałych postanowień zawartych w Umowie, a Strony zobowiązane są stosować postanowienia najbardziej zbliżone do tych obarczonych wadą, oddające charakter Umowy i wolę Stron przyświecającą im przy zawarciu Umowy.
3. Wszelkie zmiany i uzupełnienia Umowy powinny być sporządzone na piśmie i podpisane przez należycie upoważnionych przedstawicieli Stron pod rygorem nieważności.
4. Strony zgodnie oświadczają, że w przypadku sporów powstałych na tle realizacji Umowy dążyć będą do ugodowego ich załatwienia (nie stanowi to jednak zapisu na sąd polubowny).
5. W przypadku, gdy nie dojdzie do załatwienia sporu w powyższy sposób, właściwym do jego rozstrzygnięcia będzie sąd powszechny właściwy miejscowo dla Powierzającego.
6. Ze strony Powierzającego osobą do kontaktu w sprawie realizacji Umowy jest Inspektor Ochrony Danych Osobowych Damian Grudziński, adres poczty elektronicznej: iod@scanmed.pl
7. Ze strony Procesora osobą do kontaktu w sprawie realizacji Umowy jest \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, adres poczty elektronicznej: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_
8. Umowa została zawarta w dwóch jednobrzmiących egzemplarzach, po jednym dla każdej ze Stron.

**POWIERZAJĄCY PROCESOR**