Kozienice, dnia 14.10.2024 rok

FERC.02.02-CS.01-0666/23

**ZAPYTANIE OFERTOWE**

w sprawie zamówienia do kwoty 130 000 zł netto

prowadzone w oparciu o zasadę konkurencyjności zgodnie z zasadami określonymi przez Ministra Funduszy i Polityki Regionalnej w „Wytycznych w zakresie kwalifikowalności wydatków na lata 2021 - 2027” z dnia 18.11.2022 r.

Zapytanie realizowane jest w ramach projektu nr FERC.02.02-CS.01-001/23/, pn. „**Wzmocnienie ochrony Cyberbezpieczeństwa w Gminie Kozienice**” realizowanego w ramach projektu grantowego „**Cyberbezpieczny samorząd**” współfinansowanego **ze środków Funduszy Europejskich na Rozwój Cyfrowy 2021-2027 (FERC), Priorytet II: Zaawansowane usługi cyfrowe, Działanie 2.2 - Wzmocnienie krajowego systemu cyberbezpieczeństwa**, nr umowy o powierzenie **grantu FERC.02.02-CS.01-001/23/0666/ FERC.02.02-CS.01- 001/23/2024**.

Zamawiający zaprasza do złożenia oferty w postępowaniu pod nazwą: „**Przeprowadzenie audytu początkowego**” dot. realizacji zadania nr 1 obszaru organizacyjnego projektu pn. „**Wzmocnienie ochrony Cyberbezpieczeństwa w Gminie Kozienice**”.

1. **Zamawiający:**

Gmina Kozienice

ul. Parkowa 5, 26-900 Kozienice

tel. 486117100 fax. 486142048

REGON 670223333 NIP 8121828216

**II. Adres strony internetowej, na której udostępniane będą zmiany i wyjaśnienia treści zapytania ofertowego oraz inne dokumenty zamówienia bezpośrednio związane z postępowaniem o udzielenie zamówienia**

1. Komunikacja w postępowaniu o udzielenie zamówienia, w tym ogłoszenie zapytania ofertowego, składanie ofert, wymiana informacji między Zamawiającym a Wykonawcą oraz przekazywanie dokumentów i oświadczeń odbywa się pisemnie za pomocą bazy konkurencyjności.

2. Odstąpienie od komunikacji określonej w ust. 1 jest dopuszczalne w zakresie, w jakim nie jest możliwe dotrzymanie sposobu komunikacji w bazie konkurencyjności. W takich przypadkach korespondencja powinna zostać kierowana na adres e-mail: [urzad@kozienice.pl](mailto:urzad@kozienice.pl)

3. Wykonawca może zwrócić się do Zamawiającego o wyjaśnienie treści niniejszego zapytania. Zamawiający udzieli niezwłocznie wyjaśnień, jednak nie później niż na 2 dni przed upływem terminu składania ofert pod warunkiem, że wniosek o wyjaśnienie treści zapytania wpłynął do Zamawiającego nie później niż do końca dnia, w którym upływa połowa wyznaczonego terminu składania ofert.

4. Jeżeli wniosek o wyjaśnienie treści zapytania wpłynie po upływie terminu składania wniosku, o którym mowa w ust. 3, Zamawiający może udzielić wyjaśnień albo pozostawić wniosek bez rozpoznania.

5. Treść zapytań wraz z wyjaśnieniami zostanie przekazana Wykonawcom, bez ujawniania źródła zapytania poprzez zamieszczenie odpowiedzi na stronie internetowej, na której udostępnione jest zapytanie ofertowe.

6. W uzasadnionych przypadkach Zamawiający może przed upływem terminu składania ofert, zmienić treść zapytania ofertowego. Dokonaną zmianę treści Zamawiający udostępni na portalu <https://bazakonkurencyjnosci.funduszeeuropejskie.gov.pl>.

7. Wszelkie zmiany treści oraz wyjaśnienia udzielone na zapytania Wykonawców stają się integralną częścią zapytania i są wiążące dla Wykonawców.

8. Jeżeli w wyniku zmiany treści zapytania będzie niezbędny dodatkowy czas na wprowadzenie zmian w ofertach, Zamawiający przedłuży termin składania ofert i poinformuje o tym Wykonawców poprzez zamieszczenie informacji na portalu: <https://bazakonkurencyjnosci.funduszeeuropejskie.gov.pl>.

**III. Podział zamówienia na części, oferty wariantowe**

1. W związku z faktem, że potrzeba skoordynowania działań różnych wykonawców realizujących poszczególne części zamówienia mogłaby poważnie zagrozić właściwemu wykonaniu zamówienia Zamawiający nie dokonuje podziału zamówienia na części. Tym samym Zamawiający nie dopuszcza możliwości składania ofert częściowych.

2. Każdy Wykonawca ma prawo złożyć tylko jedną ofertę. Za równoznaczne ze złożeniem więcej niż jednej oferty przez tego samego Wykonawcę zostanie uznana sytuacja, w której ten sam podmiot występuje w dwóch lub więcej ofertach składanych wspólnie lub jest samodzielnym Wykonawcą, a jednocześnie jest uczestnikiem wspólnej oferty.

3. Dane postępowanie obejmuje jedynie część zamówienia. Pozostała część zamówienia zostanie udzielona na podstawie innego postępowania i obejmować aktualizacje i wdrożenie dokumentacji SZBI, szacownie ryzyka, obsługę incydentów , aktualizację dokumentów PBI oraz wykonanie audytu końcowego wraz z uzupełnieniem załącznika nr 6 do Regulaminu Konkursu Grantowego pn. „Cyberbezpieczny Samorząd” – ankieta dojrzałości cyberbezpieczeństwa w jednostkach samorządu terytorialnego.

4. Zamawiający nie dopuszcza możliwości składania ofert wariantowych.

**IV. Rozwiązania równoważne**

1. Jeżeli Zamawiający w opisie przedmiotu zamówienia wskazał znaki towarowe, patenty lub pochodzenia, źródła lub szczególny proces, który charakteryzuje produkty lub usługi dostarczane przez konkretnego wykonawcę, dopuszcza się zaoferowanie rozwiązań równoważnych opisanym, pod warunkiem zachowania przez nie takich samych minimalnych parametrów technicznych, jakościowych oraz funkcjonalnych.

2. Wykonawca, który powołuje się na rozwiązania równoważne, jest zobowiązany wykazać, że oferowane przez niego rozwiązanie spełnia wymagania określone przez zamawiającego. W takim przypadku, wykonawca załącza do oferty wykaz rozwiązań równoważnych wraz z jego opisem lub normami.

3. W przypadku, gdy w opisie przedmiotu zamówienia znajdą się odniesienia do norm, ocen technicznych, specyfikacji technicznych i systemów referencji technicznych Zamawiający dopuszcza rozwiązania równoważne opisywanym.

**V. Kod wspólnego słownika zamówień (CPV)**

Główny kod CPV: 72800000-8 Usługi audytu komputerowego i testowania komputerów

**VI. Osoby uprawnione do komunikowania się z wykonawcami Osobą uprawnioną do kontaktu z Wykonawcami jest:**

1. w zakresie proceduralnym: Piotr Kohut tel. 486117193 lub mail: piotr.kohut@kozienice.pl
2. w zakresie merytorycznym: Piotr Kohut tel. 486117193 lub mail: piotr.kohut@kozienice.pl Tomasz Spyra tel. 486117193 lub mail: tomasz.spyra@kozienice.pl

**VII. Opis przedmiotu zamówienia**

Celem realizacji zamówienia jest spełnienie wymagań:

1. rozporządzenia Rady Ministrów z dnia 21 maja 2024 r, w sprawie Krajowych Ram Interoperacyjności, minimalnych wymagań dla rejestrów publicznych i wymiany informacji w postaci elektronicznej oraz minimalnych wymagań dla systemów teleinformatycznych (Dz. U. z 2024 r. poz. 773) (zwanego dalej KRI),
2. ustawy z dnia 5 lipca 2018 r. o krajowym systemie cyberbezpieczeństwa (tj. Dz. U. z 2024 r. poz. 1077) (zwanej dalej KSC),
3. ustawy z dnia 17 lutego 2005 r. o informatyzacji działalności podmiotów realizujących zadania publiczne (tj. z 2024 r. Dz. U. poz. 307)
4. dyrektywy Parlamentu Europejskiego i Rady z dnia 14 grudnia 2022 r. w sprawie środków na rzecz wysokiego wspólnego poziomu cyberbezpieczeństwa na terytorium Unii, zmieniająca rozporządzenie (UE) nr 910/2014 i dyrektywę (UE) 2018/1972 oraz uchylająca dyrektywę (UE) 2016/1148 (dyrektywa NIS 2) (zwana dalej NIS 2).

1. Zamawiający zamierza zlecić realizację następujących usług z zakresu cyberbezpieczeństwa:

przeprowadzenie audytu początkowego zgodnie z KRI/KSC;

Szczegółowy opis przedmiotu zamówienia zawarto w załączniku nr 1 do niniejszego zapytania.

**VIII. Termin wykonania zamówienia, rozliczenie**

1. Termin wykonania:

audyt początkowy - 30 dni od dnia podpisania umowy;

2. Rozliczenia między Zamawiającym a Wykonawcą dokonywane będą w złotych polskich.

3. Zamawiający dokona płatności wynagrodzenia po wykonaniu audytu początkowego, odbiorze protokołu oraz prawidłowo wystawionej fakturze.

4. Zamówienie jest dofinansowane ze środków UE w ramach działania - Wzmocnienie krajowego systemu cyberbezpieczeńswa konkurs grantowy w ramach Projektu grantowego „Cyberbezpieczny Samorząd”.

**IX. Warunki udziału w postępowaniu oraz podstawy wykluczenia z postępowania**

1. O udzielenie zamówienia mogą ubiegać się Wykonawcy, którzy:

1. nie podlegają wykluczeniu
2. spełniają warunki udziału w postępowaniu.

2. Zamawiający uzna, że Wykonawca spełnia warunek w zakresie zdolności technicznej lub zawodowej, jeżeli Wykonawca wykaże, że:

1) audytor zewnętrzny - posiada przynajmniej jeden z certyfikatów określonych w rozporządzeniu Ministra Cyfryzacji z dnia 12 października 2018 r. w sprawie wykazu certyfikatów uprawniających do przeprowadzenia audytu (Dz.U.2018 poz. 1999) lub;

2) audytor wewnętrzny- posiada przynajmniej jeden z certyfikatów określonych w rozporządzeniu Ministra Cyfryzacji z dnia 12 października 2018 r. w sprawie wykazu certyfikatów uprawniających do przeprowadzenia audytu (Dz.U.2018 poz. 1999) lub będącego audytorem zewnętrznym systemu zarządzania bezpieczeństwem informacji.

Akceptowalne certyfikaty to w szczególności: Audytor wewnętrzny i zewnętrzny normy PN-ISO/IEC 27001, CISA, CIA oraz równoważne poświadczenia/certyfikaty z zakresu cyberbezpieczeństwa.

Pouczenie:

W przypadku posiadania normy równoważnej to na wykonawca ciąży obowiązek udowodnienia, że wdrożona norma jest równoważna wyżej opisanej. Środki dowodowe należy złożyć wraz z ofertą.

3) posiada 2 letnie doświadczenie w prowadzeniu projektów z obszaru cyberbezpieczeństwa, w tym przeprowadził minimum 2 audyty, które obejmowały zgodność z kryteriami zawartymi w § 20 ust. 2 lub § 19 ust. 2 rozporządzenia Rady Ministrów z dnia odpowiednio 12 kwietnia 2012 r. lub 21 maja 2024 r.; w sprawie Krajowych Ram Interoperacyjności, minimalnych wymagań dla rejestrów publicznych i wymiany informacji w postaci elektronicznej oraz minimalnych wymagań dla systemów teleinformatycznych;

Pouczenie: Pod pojęciem „2 letnie doświadczenie” Zamawiający rozumie faktyczne wykonywanie usługi (okres, na który została zawarta dana umowa), a nie okres prowadzenia działalności gospodarczej.

4) Wykonawca oświadcza, że posiada potencjał techniczny, osobowy, wiedzę oraz doświadczenie niezbędne do wykonania przedmiotu zamówienia, w tym przynajmniej 1 osoba posiada co najmniej 1 certyfikat świadczący o posiadanej wiedzy zgodny z wykazem certyfikatów uprawniających do przeprowadzenia audytu opublikowanym w Rozporządzeniu Ministra Cyfryzacji z dnia 12 października 2018 r. w sprawie wykazu certyfikatów uprawniających do przeprowadzenia audytu (Dz.U. z 2018 r., poz. 1999).

3. Na potwierdzenie spełnienia ww. warunków Wykonawca zobowiązany jest przedstawić wraz z ofertą: 1) kopię aktualnego certyfikatu lub innego dokumentu potwierdzającego wdrożenie systemu zarządzania bezpieczeństwem informacji spełniający wymagania Polskiej Normy PN-EN ISO/IEC 27001 lub innej równoważnej normy;

2) wykaz usług wykonanych, a w przypadku świadczeń powtarzających się lub ciągłych również wykonywanych wraz z podaniem przedmiotu, dat wykonania i podmiotów, na rzecz których usługi zostały wykonane lub są wykonywane, oraz załączeniem dowodów określających, czy te usługi zostały wykonane lub są wykonywane należycie, przy czym dowodami, o których mowa, są referencje bądź inne dokumenty sporządzone przez podmiot, na rzecz którego dostawy lub usługi zostały wykonane, a w przypadku świadczeń powtarzających się lub ciągłych są wykonywane, a jeżeli wykonawca z przyczyn niezależnych od niego nie jest w stanie uzyskać tych dokumentów - oświadczenie wykonawcy; w przypadku świadczeń powtarzających się lub ciągłych nadal wykonywanych referencje bądź inne dokumenty potwierdzające ich należyte wykonywanie powinny obejmować okres nie mniej 2 ostatnich lat w co najmniej 3 jednostkach samorządu terytorialnego lub innych podmiotach o podobnym profilu działalności i wykonanie co najmniej 5 audytów - wzór wykazu stanowi Załącznik nr 4 do zapytania

3) wykaz osób skierowanych do realizacji zamówienia publicznego, w szczególności odpowiedzialnych za świadczenie usług wraz z informacjami na temat ich kwalifikacji zawodowych, uprawnień niezbędnych do wykonania zamówienia publicznego, a także zakresu wykonywanych przez nie czynności - wzór wykazu stanowi Załącznik nr 5 do Zapytania.

UWAGA! Powyższe załączniki należy złożyć wraz z ofertą oraz opatrzyć kwalifikowanym podpisem elektronicznym, podpisem zaufanym lub podpisem osobistym.

4. Z postępowania o udzielenie zamówienia wyklucza się Wykonawców w stosunku, do którego zachodzą okoliczności, o których mowa w:

1) art. 7 ust. 1 ustawy z dnia 13 kwietnia 2022 r. o szczególnych rozwiązaniach w zakresie przeciwdziałania wspieraniu agresji na Ukrainę oraz służących ochronie bezpieczeństwa narodowego (Dz. U. z 2022 r., poz. 835);

2) art. 5k rozporządzenia Rady (UE) nr 833/2014 z dnia 31 lipca 2014 r. dotyczącego środków ograniczających w związku z działaniami Rosji destabilizującymi sytuację na Ukrainie.

5. Zamówienia udzielane przez Zamawiającego nie mogą być udzielane podmiotom powiązanym z nim osobowo lub kapitałowo. Przez powiązania kapitałowe lub osobowe rozumie się wzajemne powiązania między beneficjentem lub osobami upoważnionymi do zaciągania zobowiązań w imieniu beneficjenta lub osobami wykonującymi w imieniu beneficjenta czynności związane z przygotowaniem i przeprowadzeniem procedury wyboru wykonawcy, a wykonawcą, polegające w szczególności na:

1) uczestniczeniu w spółce jako wspólnik spółki cywilnej lub spółki osobowej;

2) posiadaniu co najmniej 10 % udziałów lub akcji;

3) pełnieniu funkcji członka organu nadzorczego lub zarządzającego, prokurenta, pełnomocnika;

4) pozostawaniu w związku małżeńskim, w stosunku pokrewieństwa lub powinowactwa w linii prostej;

5) pozostawaniu z wykonawcą w takim stosunku prawnym lub faktycznym, że może to budzić uzasadnione wątpliwości co do bezstronności tych osób.

W przypadku, stwierdzenia zależności wskazanych w pkt 1-5, wykonawca zostanie wykluczony z postępowania. W przypadku złożenia oferty przez Wykonawcę powiązanego kapitałowo lub osobowo z Zamawiającym, zostanie on wykluczony z udziału w postępowaniu.

6. W celu potwierdzenia braku podstaw do wykluczenia Wykonawca zobowiązany jest złożyć wraz z ofertą oświadczenia stanowiące Załącznik nr 3 do formularza ofertowego .

**X. Miejsce, termin sposób składania ofert**

1. Ofertę należy złożyć poprzez portal Baza Konkurencyjności Funduszy Europejskich - https://bazakonkurencyjnosci.funduszeeuropejskie.gov.pl do 22.11.2024 r., do godziny 12.00

2. Oferta wraz z załącznikami składana elektronicznie musi zostać podpisana elektronicznym kwalifikowanym podpisem lub podpisem zaufanym lub podpisem osobistym.

3. Oferta, pod rygorem nieważności, powinna być:

1) sporządzona na podstawie załączników niniejszego zapytania w języku polskim;

2) złożona przy użyciu środków komunikacji elektronicznej tzn. za pośrednictwem <https://bazakonkurencyjnosci.funduszeeuropejskie.gov.pl>;

3) podpisana kwalifikowanym podpisem elektronicznym lub podpisem zaufanym lub podpisem osobistym przez osobę/osoby upoważnioną/upoważnione.

4. Podpisy kwalifikowane wykorzystywane przez wykonawców do podpisywania wszelkich plików muszą spełniać “Rozporządzenie Parlamentu Europejskiego i Rady w sprawie identyfikacji elektronicznej i usług zaufania w odniesieniu do transakcji elektronicznych na rynku wewnętrznym (eIDAS) (UE) nr 910/2014 - od 1 lipca 2016 roku”.

5. W przypadku wykorzystania formatu podpisu XAdES zewnętrzny. Zamawiający wymaga dołączenia odpowiedniej ilości plików tj. podpisywanych plików z danymi oraz plików XadES.

6. Wykonawca wypełnia formularz ofertowy, który stanowi załącznik nr 2 do zapytania ofertowego.

**XI. Kryteria i ocena ofert**

1. Opis kryteriów oceny ofert: cena 100%.

2. Za ofertę najkorzystniejszą zostanie uznana oferta, która spełnia wszystkie wymagania Zamawiającego oraz będzie zawierała najniższą cenę spośród ofert niepodlegających odrzuceniu.

**XII. Postanowienia końcowe**

1. Zamawiający zastrzega prawo do:

1) unieważnienia postępowania bez dokonania wyboru żadnej z ofert, bez podania przyczyny, na każdym etapie prowadzonego postępowania, z tytułu unieważnienia postępowania, Wykonawcy nie przysługuje żadne roszczenie wobec Zamawiającego,

2) zmiany terminów wyznaczonych w zapytaniu ofertowym,

2. Odrzuceniu podlegają oferty w szczególności, jeżeli:

1) ich treść nie odpowiada treści zapytania ofertowego,

2) zostały złożone przez oferenta niespełniającego warunków określonych w zapytaniu ofertowym,

3) zawierają rażąco niską cenę,

4) zostały złożone przez Wykonawców wykluczonych z postępowania.

3. Zamawiający unieważni postępowanie w szczególności, jeżeli:

1) nie złożono co najmniej jednej oferty niepodlegającej odrzuceniu,

2) cena najkorzystniejszej oferty przewyższa kwotę, którą Zamawiający zamierza przeznaczyć na sfinansowanie zamówienia chyba, że Zamawiający może zwiększyć tę kwotę do oferty najkorzystniejszej, 3) postępowanie jest obarczone niemożliwą do usunięcia usterką.

4. W celu zapewnienia porównywalności wszystkich ofert, Zamawiający zastrzega sobie prawo do skontaktowania się z Wykonawcą w celu uzupełnienia lub doprecyzowania przesłanych dokumentów.

5. W toku badania i oceny ofert Zamawiający może żądać od Wykonawcy wyjaśnień oraz uzupełnień dotyczących treści złożonej oferty.

**Załączniki:**

1. Szczegółowy opis przedmiotu zamówienia.

2. Formularz ofertowy.

3. Oświadczenie.

4. Wykaz usług.

5. Wykaz osób.

6. Wzór umowy

7. Klauzula informacyjna FERC