RFI Formularz odpowiedzi

1. Nazwa firmy

Proszę o podanie nazwy podmiotu z którym powinniśmy procedować ofertę na testy bezpieczeństwa (w przypadku specjalizacji różnych partnerów można wskazać różne firmy wyjaśniając specyfikę)

…………………………………………………………………………………

…………………………………………………………………………………

…………………………………………………………………………………

…………………………………………………………………………………

1. Dane kontaktowe:
2. Imię i nazwisko…………………………………………………………
3. e-mail……………………………………………………………………
4. nr telefonu…………………………………………………………………
5. Szacunkowa cena roboczogodziny (w podziale z tabeli p. D):

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **LP** | **Zakres** | **Cena roboczogodziny [PLN]** | **Dodatkowe składniki cenowe**  **[PLN]** | **Uwagi (np. jakie składniki dodatkowe)** |
| 15 | Rozwiązań chmurowych (cloud). |  |  |  |
| 16 | Systemów IT |  |  |  |
| 17 | Systemów OT |  |  |  |
| 18 | Infrastruktury IT/OT |  |  |  |
| 19 | Technologie bezprzewodowe i przewodowe |  |  |  |

Uwaga: dostawca może zaproponować dodatkowo inny podział wyceny roboczogodziny ze względu na zakres (tabelaryczny) jako dodatkowy załącznik.

1. Zakres i kompetencje

| **L.P** | | **Zakres** | **Uszczegółowienie** | **Tak/Nie** | **Uwagi,**  **załączniki** |
| --- | --- | --- | --- | --- | --- |
| 1 | | **Pytania ogólne** | | | |
| 2 | | Czy posiadają Państwo własną politykę dot. Zasad i dobrych praktyk przeprowadzania testów i retestów. | W przypadku posiadania Proszę o udostepnienie polityki lub wyciągu wskazując w uwagach nr załącznika. |  |  |
| 3 | | Czy stosują Państwo podejście metodyczne np. dla testów aplikacji | OWASP Aplication Security Verification standard (ASVS ) w wersji 4, w zależności od konkretnego Zlecenia wskazany zostanie adekwatny poziom: 1, 2 lub 3 |  |  |
| 4 | | Owasp Testing Guide |  |  |
| 5 | | OWASP Top10 |  |  |
| 6 | | OWASP Mobile Top 10: |  |  |
| 7 | | OWASP API Security Top 10 |  |  |
| 8 | | OWASP IoT Top 10 |  |  |
| 9 | | Microsoft Security Compliance Manager (SCM), |  |  |
| 10 | | Center for Internet Security (CIS) Benchmarks ( można doszczegółowic) |  |  |
| 11 | | Security Technical Implementation Guides (STIGs) |  |  |
| 12 | | NIST National Checklist Program |  |  |
| 13 | | Inne – w uwagach należy zamieścić informację o stosowanych metodykach |  |  |
| 14 | **Proszę o oświadczanie potwierdzające posiadane kompetencje w zakresie każdej z wymienionych poniżej usług** | | | | | |
| 15 | | Testy penetracyjne (Analiza konfiguracji, eksploitacja podatności, testy izolacji) | **Rozwiązań chmurowych (cloud).** Dostawcy usług (inni, proszę wymienić dodając nowy wiersz): |  |  |
| a) | |  | Microsoft Azure, |  |  |
| b) | | Oracle Cloud |  |  |
| c) | | IBM Cloud |  |  |
| d) | | AWS |  |  |
| e) | | Google Cloud Platform |  |  |
| 16 | | Testy penetracyjne (Analiza konfiguracji, eksploitacja podatności, testy izolacji, hardening ) | **Systemów IT :** |  |  |
| a) | |  | Aplikacji Webowych (proszę wymienić technologie) |  |  |
| b) | |  | Aplikacji desktop, serwer w architekturze jedno, dwu lub wielowarstwowej |  |  |
| c) | |  | Aplikacji mobilnych (Andoid i IOS) |  |  |
| d) | |  | Testy systemów operacyjnych: Windows, Linuks, inne (proszę wymienić) |  |  |
| e) | |  | Usługi katalogowe (proszę wymienić technologie) |  |  |
| f) | |  | Poczta (proszę wymienić technologie) |  |  |
| g) | |  | Privileged Access Manager (PAM) (proszę wymienić technologie) |  |  |
| h) | |  | Bazy danych (proszę wymienić technologie) |  |  |
| i) | |  | Konteneryzacja (proszę wymienić technologie) |  |  |
| j) | |  | Systemy operacyjne urządzeń mobilnych: IOS, Android |  |  |
| 17 | | Testy penetracyjne (Analiza konfiguracji, eksploitacja podatności) | **Systemów OT:** |  |  |
| a) | |  | Systemów SCADA (proszę wymienić technologie, protokoły) |  |  |
| b) | |  | Rozwiązań IoT (proszę wymienić technologie, protokoły) |  |  |
| c) | |  | Systemów Automatyki Przemysłowej (ICS) – (proszę wymienić technologie, protokoły) |  |  |
| d) | |  | Systemów akwizycji danych pomiarowych (proszę wymienić technologie, protokoły) |  |  |
| 18 | | Testy Penetracyjne (Analiza konfiguracji, eksploitacja podatności, testy dostępu, skanowanie sieci, testy uprawnień) | **Infrastruktury IT/OT** |  |  |
| a) | |  | Testy serwerów (proszę wymienić dostawców, producentów) |  |  |
| b) | |  | Testy urządzeń sieciowych (proszę wymienić dostawców, producentów) |  |  |
| c) | |  | Testy modemów i routerów LTE(proszę wymienić dostawców, producentów) |  |  |
| d) | |  | Sterowników PLC (proszę wymienić dostawców, producentów) |  |  |
| e) | |  | Urządzeń mobilnych (smartfony, tablety) (proszę wymienić dostawców, producentów) |  |  |
| f) | |  | Liczników energii elektrycznej(proszę wymienić dostawców, producentów) |  |  |
| 19 | | Testy technologii komunikacji | **Technologie bezprzewodowe i przewodowe** |  |  |
| a) | |  | WiFi |  |  |
| b) | |  | LAN |  |  |
| c) | |  | Protokoły sieciowe: TCP/IP, DNS, DHCP itp. |  |  |
| d) | |  | Bluetooth |  |  |
| e) | |  | BLE |  |  |
| f) | |  | Ethernet |  |  |
| g) | |  | PSTN |  |  |
| h) | |  | GSM 4G, 5G, LTE |  |  |
| i) | |  | TETRA |  |  |
| j) | |  | VoIP |  |  |
| 20 | | **Dodatkowo informacje:** | | | |
| 48 | | Czy mogą Państwo udostępnić wzór raportu z testów | W przypadku posiadania Proszę o udostepnienie wzoru zaś w uwagach podanie nr załącznika. |  |  |
| 49 | | Czy mogą Państwo określić minimalny możliwy terminu pomiędzy zleceniem testów a ich rozpoczęciem | Dokładne terminy należy podać w uwagach lub w uwagach podanie nr załącznika. |  |  |
| 50 | | Czy mogą Państwo określić proponowany czas potrzebny na przeprowadzenie pojedynczego zlecenia testów. | Dokładne okres należy podać w uwagach lub w uwagach podanie nr załącznika. |  |  |
| 51 | | Czy mogą Państwo wskazać Inne, niewymienione ograniczenia i warunki przeprowadzania testów | Dokładne okres należy podać w uwagach lub w uwagach podanie nr załącznika. |  |  |
| 52 | | Czy mogą Państwo podać inne istotne warunki docelowego zapytania jakie powinny zostać uwzględnione | Szczegóły należy podać w uwagach lub w uwagach podanie nr załącznika. |  |  |
| 53 | | Czy możliwe będzie uzyskanie także informacji dot. referencji, posiadanych certyfikatów lub inna informacja dot. doświadczonego zespołu, którego członkowie np. zgłaszali „swoje CVE”. | Szczegóły należy podać w uwagach lub w uwagach podanie nr załącznika. |  |  |