**UMOWA POWIERZENIA PRZETWARZANIA DANYCH OSOBOWYCH (UPPDO)**

dotycząca Umowy nr …

zawarta we Wrocławiu pomiędzy:

**Sądem Apelacyjnym we Wrocławiu** z siedzibą przy ul. T. Zielińskiego 1, 53-531 Wrocław, reprezentowanym przez Prezesa Sądu Apelacyjnego we Wrocławiu – Jacka Gołaczyńskiego i Dyrektora Sądu Apelacyjnego we Wrocławiu – Artura Monetę, w zakresie realizowanych zadań

zwanym dalejzwanym dalej **„Administratorem Danych Osobowych”**

a

**…** z siedzibą …., …., wpisaną do ….. pod numerem KRS …., posiadającą NIP …., reprezentowaną przez: ……

zwanym dalej „**Podmiotem Przetwarzającym**”

zwanymi łącznie „Stronami”.

**§ 1.**

**Przedmiot UPDDO oraz zakres powierzonych danych i cel i sposób przetwarzania**

1. Administrator Danych Osobowych i Podmiot Przetwarzający oświadczają, że zawarli Umowę nr ……………………., której przedmiotem zapewnienie na potrzeby organizacji Konferencji dla administratorów ZSRK w dniach 15.09.2025 – 17.09.2025 r. (zwanej dalej łącznie „Konferencją”), usług hotelowych, gastronomicznych i konferencyjnych wraz z niezbędną infrastrukturą restauracyjną i cateringową (zwanych dalej łącznie: „Usługą Konferencyjną”, lub „Przedmiotem Umowy”), w związku z którą mogą być przetwarzane dane osobowe.
2. Szczegóły dotyczące przetwarzania danych osobowych, w szczególności kategorie osób i danych osobowych oraz cele, dla których dane osobowe są przetwarzane w imieniu Administratora Danych Osobowych, określono Załączniku nr 2 do UPPDO – Opisie przetwarzania.

**§ 2.**

**Czas obowiązywania UPPDO**

UPPDO zostaje zawarta na czas trwania Umowy.

**§ 3.**

**Gwarancje spełnienia wymagań przez Podmiot Przetwarzający**

1. Podmiot Przetwarzający oświadcza, że spełnia wymagania określone dla podmiotu przetwarzającego w rozumieniu art. 4 pkt 8 RODO, w szczególności zapewnia, że wdrożył odpowiednie środki techniczne i organizacyjne, by przetwarzanie spełniało wymogi RODO, zapewniało bezpieczeństwo danych osobowych (obejmujące ochronę danych przed naruszeniem bezpieczeństwa prowadzącym do przypadkowego lub niezgodnego z prawem zniszczenia, utracenia, zmodyfikowania, nieuprawnionego ujawnienia lub nieuprawnionego dostępu do danych) i chroniło prawa osób, których dane dotyczą, a tym samym zgodnie z art. 32 RODO i na podstawie art. 28 RODO mogą mu zostać powierzone do przetwarzania dane osobowe.
2. W celu wykazania spełnienia wymagań, o których mowa w ustępie 1, Podmiot Przetwarzający sporządza listę kontrolną (której wzór stanowi Załącznik nr 3 do UPPDO) lub przedstawia do UPPDO ogólny opis środków technicznych i organizacyjnych stosowanych przez ten Podmiot z uwzględnieniem zagadnień wskazanych we wzorze listy kontrolnej (*oraz mając na uwadze, że przetwarzanie może dotyczyć danych szczególnych kategorii i obowiązek stosowania szczególnych ograniczeń lub zabezpieczenia, które w pełni uwzględniają charakter danych i związane z nimi zagrożenia[[1]](#footnote-1))*. Administrator Danych Osobowych w trakcie trwania UPPDO może zgłosić uwagi do treści przedstawionych dokumentów, o których mowa w niniejszym ustępie, w szczególności w świetle procedur i polityk, o których mowa w § 6 ust. 1 pkt 2 Załącznika nr 1 do UPPDO - Ogólnych Warunkach Umowy Powierzenia Przetwarzania Danych Osobowych, dalej „OWU PPDO”), a Podmiot Przetwarzający te uwagi uwzględni i dokona zmian załącznika lub uargumentuje zastosowanie innych środków technicznych i organizacyjnych i wykaże, że ich zastosowanie gwarantuje odpowiedni poziom bezpieczeństwa powierzonych danych osobowych.

**§ 4.**

**Ogólne Warunki UPPDO**

Sposób realizacji UPPDO, prawa i obowiązki Stron, zakres odpowiedzialności, warunki rozwiązania UPPDO określony został w Załączniku nr 1do UPPDO – OWU PPDO.

**§ 5.**

**Postanowienia końcowe**

1. Zmiany lub uzupełnienia niniejszej UPPDO wymagają zachowania formy pisemnej pod rygorem nieważności.
2. Strony, w sytuacji, w której Podmiot Przetwarzający korzysta z dalszych podmiotów przetwarzających w oparciu o zgodę Administratora Danych Osobowych, o której mowa w § 4 ust. 1 Załącznika nr 1 do UPPDO – OWU PPDO, prowadzą wykaz tych dalszych podmiotów przetwarzających. Wzór wykazu stanowi Załącznik nr 4 do UPPDO.
3. Załączniki stanowią integralną część UPPDO.
4. Strony są obowiązane do aktualizacji Załączników nr 2 – 4, przy czym zmiana ich treści polegająca na dodawaniu informacji lub aktualizowaniu zawartych w nich informacji nie stanowi zmiany treści UPPDO, a Strony informują się o tych zmianach w ustalonej przez Strony formie.
5. UPPDO nie stoi w sprzeczności ze standardowymi klauzulami umownymi przyjętymi Decyzją Wykonawczą Komisji (UE) 2021/915 z dnia 4 czerwca 2021 r. w sprawie standardowych klauzul umownych między administratorami a podmiotami przetwarzającymi na podstawie art. 28 ust. 7 rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 oraz art. 29 ust. 7 rozporządzenia Parlamentu Europejskiego i Rady (UE) 2018/1725. W razie sprzeczności między postanowieniami niniejszej UPPDO, a standardowymi klauzulami umownymi, o których mowa w zdaniu poprzedzającym, pierwszeństwo mają te standardowe klauzule umowne.
6. W sprawach nieuregulowanych niniejszą UPPDO, a dotyczących jej przedmiotu mają zastosowanie przepisy Kodeksu cywilnego, UODO, RODO oraz pozostałe przepisy odnoszące się do przedmiotu UPPDO.
7. W sytuacji sporządzenia UPPDO w formie pisemnej poprzez złożenie własnoręcznych podpisów pod UPPDO sporządza się ją w trzech jednobrzmiących egzemplarzach, tj. dwa egzemplarze dla Administratora Danych Osobowych i jeden egzemplarz dla Podmiotu Przetwarzającego.

**Administrator Danych Osobowych Podmiot Przetwarzający**

**Prezes Sądu Apelacyjnego**

**We Wrocławiu**

**Jacek Gołaczyński**

/podpisano elektronicznie/

**Dyrektor Sądu Apelacyjnego we Wrocławiu**

**Artur Moneta**

/podpisano elektronicznie/

**Załączniki:**

* + - 1. Ogólne warunki umowy powierzenia przetwarzania danych osobowych (OWU PPDO)
      2. Opis przetwarzania
      3. Wzór Listy kontrolnej (wymaga uzupełnienia i podpisania przez Wykonawcę)
      4. Wzór wykazu dalszych podmiotów przetwarzających (wymaga uzupełnienia przez Wykonawcę w przypadku korzystania z dalszych podmiotów przetwarzających/Podwykonawców w procesach przetwarzania danych)

Załącznik nr 1 do Umowy powierzenia przetwarzania danych osobowych (UPPDO)

**OGÓLNE WARUNKI UMOWY POWIERZENIA PRZETWARZANIA DANYCH OSOBOWYCH (OWU PPDO)**

**§ 1.**

**Definicje**

1. Ilekroć poniższe pojęcia występują w UPPDO (lub załącznikach do niej, o ile nie zostały tam inaczej zdefiniowane), Strony nadają im znaczenie wskazane poniżej:
2. **Dane osobowe/Dane** – rozumie się przez to informacje o zidentyfikowanej lub możliwej do zidentyfikowania osobie fizycznej („osobie, której dane dotyczą”), o których mowa w art. 4 pkt 1 RODO, powierzone do przetwarzania na podstawie UPPDO;
3. **Przetwarzanie danych –** rozumie się przez to operację lub zestaw operacji wykonywanych na Danych osobowych lub zestawach Danych osobowych w sposób zautomatyzowany lub niezautomatyzowany, taką jak zbieranie, utrwalanie, organizowanie, porządkowanie, przechowywanie, adaptowanie lub modyfikowanie, pobieranie, przeglądanie, wykorzystywanie, ujawnianie poprzez przesłanie, rozpowszechnianie lub innego rodzaju udostępnianie, dopasowywanie lub łączenie, ograniczanie, usuwanie lub niszczenie, o których mowa w art. 4 pkt 2 RODO;
4. **RODO** – rozumie się przez to Rozporządzenie Parlamentu Europejskiego Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych);
5. **UODO** – rozumie się przez to ustawę z dnia 10 maja 2018 r. o ochronie danych osobowych (tj. Dz. U. z 2018, poz. 1000 ze zm.);
6. **Zasady współadministrowania** – dokument stanowiący wyraz wspólnych uzgodnień w rozumieniu art. 26 RODO, opracowany, przyjęty i opublikowany na stronach podmiotowych BIP przez współadministratorów identyfikowanych w sądowych systemach teleinformatycznych w oparciu o art. 175 da § 5 ustawy z dnia 27 lipca 2001 r. – Prawo o ustroju sądów powszechnych.
7. Pozostałe pojęcia występujące w UPPDO, pisane dużą literą, o ile nie zostały inaczej zdefiniowane, określa Umowa lub załączniki do niej.

**§ 2.**

**Postanowienia ogólne UPPDO**

1. UPPDO reguluje wzajemny stosunek stron i obowiązki w zakresie przetwarzania Danych osobowych wynikających z zawartej Umowy.
2. Przetwarzanie Danych osobowych przez Podmiot Przetwarzający będzie odbywać się wyłącznie na udokumentowane polecenie Administratora Danych Osobowych określone każdorazowo w UPPDO.
3. Przetwarzanie Danych osobowych z tytułu Umowy odbywać się będzie w zgodzie i w oparciu o zapisy UPPDO oraz przepisy ochrony danych osobowych, w szczególności UODO i RODO.
4. Cel i zakres powierzenia przetwarzania Danych osobowych wynika bezpośrednio i ogranicza się wyłącznie do zadań wynikających z zawartej Umowy, chyba że Podmiot Przetwarzający otrzyma dalsze polecenia od Administratora Danych Osobowych.

**§ 3.**

**Dostęp do Danych osobowych i uprawnienia kontrolne Administratora Danych Osobowych**

1. Podmiot Przetwarzający udziela członkom swojego personelu dostępu do Danych osobowych podlegających przetwarzaniu jedynie w zakresie bezwzględnie niezbędnym do wykonania Umowy, a także zarządzania i monitorowania jej realizacji.
2. Podmiot Przetwarzający zapewnia, by osoby dopuszczone do przetwarzania Danych osobowych zobowiązały się do zachowania poufności lub by podlegały odpowiedniemu ustawowemu obowiązkowi zachowania poufności, przy czym Podmiot Przetwarzający może dopuszczać do przetwarzania Danych osobowych osoby, które zobowiązały się do nieujawniania informacji o:
   1. dokumentacji związanej z przedmiotem UPPDO oraz Umowy,
   2. Danych osobowych, do których uzyskają dostęp oraz sposobu ich zabezpieczenia.
3. O ile przepisy odrębne lub wewnętrzna dokumentacja bezpieczeństwa Podmiotu Przetwarzającego wymagają wydania upoważnienia do przetwarzania danych osobowych, upoważnienia te będą wydawane przez Podmiot Przetwarzający dla Personelu, który podmiot ten dopuszcza do przetwarzania Danych osobowych na zasadach określonych u Podmiotu Przetwarzającego.
4. Podmiot Przetwarzający prowadzi ewidencję osób dopuszczonych do przetwarzania Danych osobowych, którą przedstawia na każde żądanie Administratora Danych Osobowych w formie listy zawierającej dane niezbędne do jednoznacznej identyfikacji każdej z tych osób, która będzie miała dostęp do Danych osobowych, z określeniem zakresu wykonywanych przez nie czynności.
5. Podmiot Przetwarzający niezwłocznie i odpowiednio rozpatruje zapytania Administratora Danych Osobowych dotyczące przetwarzania Danych osobowych. Podmiot Przetwarzający udostępnia Administratorowi Danych Osobowych wszelkie informacje niezbędne do wykazania spełnienia obowiązków, które są określone w Umowie i wynikają bezpośrednio z RODO i innych przepisów odnoszących się do ochrony danych osobowych. Administrator Danych Osobowych ma prawo przez cały okres objęty Umową, w takim zakresie w jakim okaże się to niezbędne, kontrolować poprawność zabezpieczeń i przetwarzania Danych osobowych powierzonych Podmiotowi Przetwarzającemu, w szczególności ma prawo do uzyskiwania od Podmiotu Przetwarzającego wszelkich, niezbędnych ustnych lub pisemnych wyjaśnień i informacji dotyczących przestrzegania zasad przetwarzania powierzonych Danych osobowych, w tym informacji o treści dokumentacji, stanie urządzeń i pomieszczeń oraz kwalifikacjach osób dopuszczonych do przetwarzania Danych osobowych niezbędnych do wykazania spełnienia obowiązków spoczywających na Podmiocie Przetwarzającym, z zastrzeżeniem ust. 8.
6. Z zastrzeżeniem ust. 8, Podmiot Przetwarzający umożliwi Administratorowi Danych Osobowych lub niezależnemu audytorowi upoważnionemu przez Administratora Danych Osobowych przeprowadzanie audytów, w tym inspekcji i przeglądów, uczestnicząc i współpracując przy działaniach sprawdzających i naprawczych oraz zastosuje się do zaleceń pokontrolnych przekazanych przez Administratora Danych Osobowych. Audyty te przeprowadza się w rozsądnych odstępach czasu lub jeżeli istnieją przesłanki wskazujące na niezgodność przetwarzania z Umową, UPPDO, RODO lub innymi przepisami w zakresie ochrony danych osobowych. Audyty mogą również obejmować inspekcje w pomieszczeniach lub obiektach fizycznych Podmiotu Przetwarzającego. Audyty te przeprowadza się, informując o nich z odpowiednim wyprzedzeniem.
7. Podejmując decyzję w sprawie audytu, Administrator Danych Osobowych może wziąć pod uwagę odpowiednie certyfikaty, jakie posiada Podmiot Przetwarzający.
8. Podmiot Przetwarzający może odmówić realizacji części uprawnień przewidzianych w ust. 5 i 6 powyżej, jeśli doprowadziłyby one do ujawnienia tajemnicy przedsiębiorstwa Podmiotu Przetwarzającego lub danych osobowych innych administratorów. Odmowa musi zostać uzasadniona na piśmie w ciągu 7 dni od daty odmowy realizacji ww. uprawnień. Audyty, o których mowa w ustępach powyżej, mogą mieć miejsce maksymalnie raz w roku, chyba że istnieją uzasadnione podejrzenia, że Podmiot Przetwarzający nie przestrzega swoich zobowiązań wynikających z UPPDO oraz z obowiązujących przepisów dotyczących ochrony danych osobowych. Administrator Danych Osobowych powiadomi Podmiot Przetwarzający o terminie i zakresie kontroli na co najmniej 5 dni przed jej planowanym rozpoczęciem. Kontrola może odbywać się wyłącznie w godzinach pracy Podmiotu Przetwarzającego.
9. W przypadku wszczęcia kontroli przez Prezesa Urzędu Ochrony Danych Osobowych (lub inny organ nadzorczy właściwy w zakresie przestrzegania praw ochrony danych osobowych) z zastosowaniem odpowiednio przepisów RODO, jak również innych przepisów odnoszących się do ochrony Danych osobowych powierzonych na mocy UPPDO, Podmiot Przetwarzający niezwłocznie, jednak nie później niż w ciągu 2 dni roboczych od rozpoczęcia kontroli, poinformuje o tym Administratora Danych Osobowych. Na wniosek właściwego organu nadzorczego Strony udostępniają mu informacje, o których mowa w UPPDO, w tym wyniki wszelkich audytów, o ile były przeprowadzone.

**§ 4.**

**Podpowierzenie**

1. Administrator Danych Osobowych wyraża ogólną zgodę na korzystanie przez Podmiot Przetwarzający z usług podwykonawców (dalszych podmiotów przetwarzających) na zasadach przewidzianych w Umowie, a tym samym na ich udział w przetwarzaniu Danych osobowych powierzonych Podmiotowi Przetwarzającemu, pod warunkiem, że Podmiot Przetwarzający poinformuje Administratora Danych Osobowych o tym podwykonawstwie, a także o wszelkich zamierzonych zmianach dotyczących dodania lub zastąpienia innych podmiotów przetwarzających, dając tym samym Administratorowi Danych Osobowych możliwość wyrażenia sprzeciwu wobec takich zmian.
2. Strony uzgadniają, że brak sprzeciwu Administratora Danych Osobowych w terminie 14 od dnia zawiadomienia go o planowanych zmianach uznaje się za udzielenie zgody szczegółowej, co daje Podmiotowi Przetwarzającemu podstawę do jednostronnego dokonania zmiany treści Załącznika nr 4 do UPPDO i przekazania go Administratorowi Danych Osobowych.
3. Podmiot Przetwarzający korzystając z usług dalszego podmiotu przetwarzającego nakłada na niego te same obowiązki ochrony danych jak w niniejszej UPPDO. Podmiot Przetwarzający zapewnia, że dalszy podmiot przetwarzający wypełnia obowiązki, którym podlega Podmiot Przetwarzający na mocy UPPDO oraz RODO.
4. Podpowierzenie przetwarzania dalszemu podmiotowi przetwarzającemu wymaga, zgodnie z wymaganiami RODO, formy umowy pisemnej lub zastosowania odpowiednich standardowych klauzul umownych w przypadku, o którym mowa w ust. 9.
5. Podmiot Przetwarzający odpowiada za działania lub zaniechania dalszego podmiotu przetwarzającego jak za własne. Podmiot Przetwarzający powiadamia niezwłocznie Administratora Danych Osobowych o każdym przypadku niewywiązania się przez dalszy podmiot przetwarzający z jego zobowiązań umownych.
6. Podmiot Przetwarzający uzgadnia z dalszym podmiotem przetwarzającym odpowiednią klauzulę, zgodnie z którą to klauzulą – jeżeli Podmiot Przetwarzający przestanie istnieć faktycznie lub formalnie lub stanie się niewypłacalny – Administrator Danych Osobowych może nakazać dalszemu podmiotowi przetwarzającemu usunięcie lub zwrot Danych osobowych do Administratora Danych Osobowych.
7. Podmiot Przetwarzający oświadcza, że nie przekazuje Danych osobowych do państwa trzeciego lub organizacji międzynarodowej poza Europejski Obszar Gospodarczy. Podmiot Przetwarzający oświadcza również, że nie korzysta z podwykonawców, którzy przekazują Dane Osobowe poza Europejskim Obszarem Gospodarczym.
8. Ewentualne przekazywanie Danych osobowych do państwa trzeciego lub organizacji międzynarodowej przez Podmiot Przetwarzający może odbywać się wyłącznie na udokumentowane polecenie Administratora Danych Osobowych lub w celu spełnienia szczególnego wymogu na mocy prawa Unii lub prawa państwa członkowskiego, któremu podlega Podmiot Przetwarzający, i odbywa się zgodnie z rozdziałem V RODO.
9. Jeżeli Podmiot Przetwarzający miałby korzystać z usług dalszego podmiotu przetwarzającego w celu przeprowadzenia określonych czynności przetwarzania (w imieniu Administratora Danych Osobowych) na Danych osobowych, które wiązałyby się z przekazywaniem Danych osobowych w rozumieniu rozdziału V RODO, Administrator Danych Osobowych wyraża zgodę na to, by podmioty te mogły zapewnić zgodność z rozdziałem V RODO za pomocą standardowych klauzul umownych przyjętych przez Komisję zgodnie z art. 46 ust. 2 RODO, pod warunkiem, że spełnione są przez te podmioty warunki stosowania tych standardowych klauzul umownych.
10. Podmiot Przetwarzający prowadzi i aktualizuje wykaz dalszych podmiotów przetwarzających i udostępnia go Administratorowi Danych Osobowych. Wzór wykazu stanowi Załącznik nr 4 do UPPDO.

**§ 5.**

**Zachowanie poufności**

Każda ze Stron UPPDO, zobowiązuje się do zachowania ścisłej poufności i nieujawniania osobom trzecim informacji otrzymanych od drugiej Strony lub jej dotyczących, na zasadach określonych w Umowie.

**§ 6.**

**Odpowiedzialność Stron**

1. Podmiot Przetwarzający przetwarzając powierzone mu na podstawie UPPDO Dane osobowe:
   1. jest zobowiązany do przestrzegania przepisów RODO, UODO oraz innych przepisów odnoszących się do ochrony danych osobowych;
   2. zobowiązuje się stosować minimalne wymagania bezpieczeństwa informacji zgodnie z procedurami i instrukcjami przekazywanymi mu przez Administratora Danych Osobowych, w tym Regulaminem Ochrony Informacji dla Podmiotu Zewnętrznego, oraz wynikające z Umowy;
   3. jest obowiązany, przed rozpoczęciem przetwarzania Danych osobowych, podjąć środki zabezpieczające powierzone mu Dane osobowe, w tym zastosuje środki techniczne i organizacyjne określone w art. 32 RODO (np. kryptograficznie zabezpieczonego transferu), przy czym wdrożone środki zabezpieczenia muszą być adekwatne do zidentyfikowanych ryzyk dla zakresu powierzonego przetwarzania Danych osobowych i muszą gwarantować zdolność do ciągłego zapewnienia poufności, integralności, dostępności i odporności systemów i usług przetwarzania, zdolność do szybkiego przywrócenia dostępności Danych osobowych i dostępu do nich w razie incydentu bezpieczeństwa;
   4. musi zapewniać, że stosowane środki bezpieczeństwa są regularnie testowane, mierzone i oceniane pod względem skuteczności, a w razie potrzeby uaktualniane;
   5. udzieli pomocy Administratorowi Danych Osobowych w zakresie:
      * 1. realizacji obowiązku odpowiadania na żądania osoby, której przetwarzane Dane dotyczą, w zakresie wykonywania jej praw określonych w rozdziale III RODO, z uwzględnieniem charakteru przetwarzania, przy czym Podmiot Przetwarzający niezwłocznie zawiadamia Administratora Danych Osobowych o każdym wniosku otrzymanym od osoby, której Dane dotyczą i nie odpowiada na taki wniosek samodzielnie, chyba że Administrator Danych Osobowych wyrazi na to zgodę,
        2. zapewnienia realizacji obowiązków wynikających z art. 32–36 RODO, z uwzględnieniem charakteru przetwarzania Danych osobowych oraz informacji, którymi dysponuje Podmiot Przetwarzający;
   6. niezwłocznie - nie później jednak niż w ciągu 24 godzin od jego wystąpienia – poinformuje Administratora Danych Osobowych o przypadku, w którym podejrzewa naruszenie ochrony Danych osobowych powierzonych na mocy UPPDO, przy czym zgłoszenie to powinno zawierać co najmniej:
2. opis charakteru zdarzenia (w tym, w miarę możliwości, kategorie i przybliżoną liczbę osób, których dane dotyczą, oraz kategorie i przybliżoną liczbę wpisów danych osobowych, których dotyczy zdarzenie);
3. dane punktu kontaktowego, w którym można uzyskać więcej informacji na temat zdarzenia;
4. wskazanie prawdopodobnych konsekwencji zdarzenia oraz środków, które zostały lub mają zostać wprowadzone w celu zaradzenia naruszeniu, w tym w celu zminimalizowania jego ewentualnych negatywnych skutków,

przy czym jeżeli przekazanie wszystkich tych informacji równocześnie nie jest możliwe, pierwotne zgłoszenie zawiera informacje dostępne w danej chwili, a po uzyskaniu dostępu do dalszych informacji przekazuje się je bez zbędnej zwłoki;

* 1. informuje Administratora Danych Osobowych, jeżeli jego zdaniem wydane mu polecenie stanowi naruszenie przepisów o ochronie danych lub innych przepisów prawa.

1. Podmiot Przetwarzający zobligowany jest w szczególności do:
2. zachowania przetwarzanych Danych osobowych w poufności;
3. wdrożenia mechanizmów uwierzytelniania oraz nadzoru działań wykonywanych na Danych osobowych np. poprzez ich odnotowywanie, logowanie zdarzeń, itp.;
4. zabezpieczenia powierzonych Danych osobowych przed ich udostępnieniem osobom nieuprawnionym, zabraniem przez osobę nieuprawnioną, przetwarzaniem z naruszeniem RODO lub innych przepisów odnoszących się do ochrony danych osobowych, zmianą, utratą, uszkodzeniem lub zniszczeniem;
5. przed dopuszczeniem do pracy przy przetwarzaniu Danych osobowych przeszkolić każdą osobę, której nadano niezbędne uprawnienia dostępowe do Danych osobowych w zakresie przepisów dot. ochrony danych osobowych;
6. dopuszczenia do przetwarzania powierzonych Danych osobowych wyłącznie osób, które zobowiązane są do zachowania poufności i dochowania szczególnej staranności, aby osoby te zachowały Dane osobowe oraz sposoby ich zabezpieczenia w poufności, również po zakończeniu realizacji UPPDO;
7. zapewnienia kontroli nad prawidłowością przetwarzania powierzonych Danych osobowych;
8. prowadzenia dokumentacji opisującej sposób przetwarzania powierzonych Danych osobowych oraz środki techniczne i organizacyjne zapewniające ochronę przetwarzania tych Danych;
9. wyznaczenia Inspektora Ochrony Danych w rozumieniu art. 37 RODO (o ile wynika to z obowiązku prawnego),
10. prowadzenia rejestru wszystkich kategorii czynności przetwarzania dokonywanych w imieniu Administratora Danych Osobowych zgodnie z wymaganiami art. 30 ust. 2 RODO.
11. Podmiot Przetwarzający ponosi odpowiedzialność, tak wobec osób trzecich, jak i wobec Administratora Danych Osobowych, za szkody powstałe w związku z nienależytą ochroną powierzonych Danych osobowych, o których mowa w UPPDO, lub nienależytym przetwarzaniem przez Podmiot Przetwarzający Danych osobowych, w szczególności na zasadach określonych w art. 79 i art. 82 RODO.
12. Strony są odpowiedzialne za skutki działań swoich pracowników, współpracowników, przedstawicieli lub podwykonawców w związku z dostępem i przetwarzaniem Danych osobowych, o których mowa w UPPDO.
13. Odpowiedzialność Podmiotu Przetwarzającego ograniczona jest do zakresu Danych osobowych znajdujących się w jego faktycznym posiadaniu lub do których faktycznie uzyskał dostęp w związku z wykonywaniem czynności wynikających z UPPDO oraz Umowy.
14. Dane osobowe przekazane przez Administratora Danych Osobowych nie mogą być przedmiotem odsprzedaży, darowizny, najmu lub dzierżawy.
15. W przypadku gdyby jakakolwiek osoba fizyczna lub podmiot trzeci, organizacja lub zrzeszenie, wystąpiły z roszczeniami wobec Administratora Danych Osobowych z tytułu naruszenia odpowiednio jej praw lub praw osoby fizycznej przez Podmiot Przetwarzający lub podmiot, któremu powierzył on wykonanie całości lub części Przedmiotu Umowy, Podmiot Przetwarzający w szczególności:
16. wstąpi do postępowania sądowego wszczętego przeciwko Administratorowi Danych Osobowych,
17. zapewni należytą ochronę interesów Administratora Danych Osobowych,
18. zwolni Administratora Danych Osobowych z wszelkich zobowiązań z tytułu naruszenia praw przysługujących osobie fizycznej na mocy RODO,
19. w przypadku gdy Administrator Danych Osobowych wykonał obowiązki nałożone przez sądy lub organy nadzoru ochrony danych osobowych - zwróci Administratorowi Danych Osobowych kwotę zapłaconych odszkodowań, kar lub innych należności,
20. zwolni Administratora Danych Osobowych od odpowiedzialności w stosunku do takich osób trzecich,
21. zwróci Administratorowi Danych Osobowych wszelkie poniesione koszty związane z wystąpieniem przeciwko Administratorowi osób trzecich z tytułu naruszenia praw osób fizycznych.

**§ 7.**

**Dochodzenie roszczeń i odpowiedzialność odszkodowawcza**

1. Podmiot uprawniony (w tym w szczególności Administrator Danych Osobowych) może dochodzić od Podmiotu Przetwarzającego zwolnienia z grzywien lub kar pieniężnych nałożonych na ten podmiot przez organ nadzorczy oraz roszczeń odszkodowawczych pochodzących od osoby, której Dane osobowe dotyczą lub innych podmiotów trzecich, pod warunkiem:
2. niezwłocznego poinformowania Podmiotu Przetwarzającego na piśmie o zgłoszeniu i treści roszczenia takiego podmiotu lub o kontroli bądź postępowaniu bądź innej okoliczności, która mogłaby wskazywać na zamiar nałożenia przez organ nadzorczy lub sąd grzywny lub kary pieniężnej;
3. że te grzywny lub kary pieniężne lub roszczenia są wynikiem naruszenia zasad przetwarzania danych osobowych przez Podmiot Przetwarzający (lub podmioty, którymi się posługuje przy realizacji Umowy) określonych w UPPDO lub odpowiednich przepisów prawa dotyczących danych osobowych;
4. podejmowania niezbędnych, przewidzianych przepisami prawa, działań i przekazywania informacji właściwym organom lub podmiotom;
5. zakwestionowania, wniesienia sprzeciwów lub odwołań od nałożonych grzywien, kar lub zgłoszonych roszczeń, jeżeli istnieją ku temu podstawy.
6. Podmiotowi uprawnionemu (w tym w szczególności Administratorowi Danych Osobowych) przysługuje prawo dochodzenia na zasadach ogólnych odszkodowania do wartości poniesionej przez te podmioty szkody.

**§ 8.**

**Rozwiązanie UPPDO**

1. Administrator Danych Osobowych ma prawo rozwiązać UPPDO bez zachowania terminu wypowiedzenia, gdy Podmiot Przetwarzający:
   1. wykorzystał Dane osobowe niezgodnie z UPPDO;
   2. powierzył przetwarzanie Danych osobowych dalszym podmiotom przetwarzającym (podwykonawcom) bez zgody lub pomimo sprzeciwu Administratora Danych Osobowych;
   3. rażąco uchybił obowiązkowi zabezpieczania Danych osobowych;
   4. nie stosuje się do wiążącej decyzji właściwego sądu lub właściwego organu nadzoru ochrony danych osobowych dotyczącej jego obowiązków wynikających z UPPDO, RODO lub innych przepisów odnoszących się do ochrony danych osobowych;
   5. rażąco lub stale narusza UPPDO lub swoje obowiązki wynikające z RODO pod warunkiem uprzedniego wezwania do usunięcia lub naprawienia naruszeń i wyznaczeniu co najmniej 7-dniowego terminu oraz po bezskutecznym upływie tegoż terminu;
   6. zawiadomi o swojej niezdolności do dalszego wykonywania UPPDO, a w szczególności jeśli z jakiegokolwiek powodu nie jest w stanie spełniać wymagań określonych w § 6 ust. 1 i 2.
2. W pozostałych przypadkach stwierdzenia przez Administratora Danych Osobowych nieadekwatnego do przepisów o ochronie danych osobowych sposobu przetwarzania powierzonych Danych lub nieadekwatnego poziomu zabezpieczeń u Podmiotu Przetwarzającego, Administrator Danych Osobowych w terminie określonym w pisemnym wezwaniu, jednak nie krótszym, niż 14 dni i nie dłuższym niż 1 miesiąc, zobowiąże Podmiot Przetwarzający do usunięcia uchybień i poprawy poziomu bezpieczeństwa przetwarzanych Danych osobowych, jednocześnie może do tego czasu nakazać wstrzymanie przetwarzania Danych osobowych przez Podmiot Przetwarzający. W przypadku niedochowania zakreślonego terminu, Administrator Danych Osobowych może nakazać natychmiastowe wstrzymanie przetwarzania powierzonych Danych osobowych, jeżeli nie nakazał tego wcześniej, oraz rozwiązać UPPDO bez zachowania terminu wypowiedzenia.
3. Z zachowaniem miesięcznego okresu wypowiedzenia liczonego od dnia następnego po dniu, w którym Podmiot Przetwarzający dokonał zawiadomienia Administratora Danych Osobowych zgodnie z § 6 ust. 1 pkt 7), Podmiot Przetwarzający ma prawo rozwiązać UPPDO, jeżeli po zawiadomieniu Administratora Danych Osobowych w trybie § 6 ust. 1 pkt 7) o tym, że jego polecenie narusza obowiązujące wymogi prawne, Administrator Danych Osobowych nalega na wypełnienie polecenia.
4. Rozwiązanie niniejszej Umowy na zasadach określonych w ust. 1 i 2 może stanowić podstawę do wypowiedzenia lub odstąpienia od Umowy z winy Wykonawcy (Podmiotu Przetwarzającego) i naliczenia kar umownych, gdy są przewidziane w Umowie dla tej okoliczności.
5. Po wygaśnięciu albo rozwiązaniu UPPDO – o ile operacje przetwarzania Danych osobowych wykraczają poza operacje realizowane na udostępnionej przez Administratora Danych Osobowych Infrastrukturze, w szczególności gdy doszło do przekazania Podmiotowi Przetwarzającemu lub pobrania przez Podmiot Przetwarzający Danych osobowych powierzonych do przetwarzania – Podmiot Przetwarzający w terminie ustalonym przez Strony zobowiązany jest do zwrotu drugiej stronie wszelkich nośników zawierających powierzone Dane osobowe oraz, po uprzednim potwierdzeniu przez Administratora Danych Osobowych, że takie usunięcie jest możliwe, do niezwłocznego i nieodwracalnego usunięcia wszelkich kopii dokumentów i zapisów na wszelkich nośnikach, zawierających powierzone Dane, jeżeli nośniki te nie podlegają zwrotowi do Administratora Danych Osobowych.
6. Ustęp 5 nie ma zastosowania, o ile prawo Unii lub prawo państwa członkowskiego nakazują przechowywanie Danych osobowych, przy czym Podmiot Przetwarzający zapewnia przestrzeganie UPPDO do czasu usunięcia lub zwrotu Danych.
7. Dane mogą być usunięte poprzez ich zniszczenie w taki sposób, że ich późniejsze odtworzenie będzie niemożliwe, lub przez odpowiednio wykonaną anonimizację, tak, że nie będzie możliwości bezpośredniego lub pośredniego ustalenia tożsamości osoby, której Dane dotyczą.
8. Podmiot Przetwarzający zobowiązany poinformować Administratora Danych Osobowych o realizacji czynności, o których mowa w ust. 5, w terminie i na zasadach określonych przez Strony.

**Załącznik nr 2 do Umowy powierzenia przetwarzania danych osobowych**

**Opis przetwarzania**

***(UZUPEŁNIA ADMINISTRATOR DANYCH OSOBOWYCH)***

|  |  |  |
| --- | --- | --- |
| Kategorie | Opis Kategorii (uzupełnić): | Uwagi (uzupełnić, jeżeli dotyczy): |
| Kategorie osób, których Dane osobowe szczególnych kategorii mogą być przetwarzane (o ile dotyczy): | 1. pracownicy sądów powszechnych i Ministerstwa Sprawiedliwości -   - administratorzy ZSRK |  |
| Kategorie danych | 1. dane zwykłe niezbędne do realizacji usług przewidzianych Umową, m.in. imię, nazwisko, stanowisko, jednostka organizacyjna, inne niezbędne do prawidłowej realizacji Umowy. |  |

|  |  |  |
| --- | --- | --- |
| Zagadnienie | Opis (uzupełnić): | Uwagi (uzupełnić, jeżeli dotyczy): |
| Charakter przetwarzania - powierzone do przetwarzania Dane osobowe będą przetwarzane: | *W szczególności elektronicznie.* | - |
| Cel(e), w którym(-ych) Dane osobowe są przetwarzane w imieniu Administratora Danych Osobowych: | *realizacja przedmiotu Umowy* | - |
| Na danych osobowych będą wykonywane w szczególności operacje (o ile da się je zidentyfikować): | *przeglądanie, organizowanie, zbieranie, ujawnianie poprzez przesłanie, udostępnianie podmiotowi świadczącemu usługi przewidziane w Umowie;* | *Inne operacje mogą być również wykonywane, o ile wymaga tego charakter czynności wykonywanych w ramach świadczonych Usług*  *Uznaje się, że w chwili, w której podmiot świadczący m.in. usługi hotelowe pozyskuje dane bezpośrednio od podmiotów danych, realizując obowiązek prawny ciążący na nim, uznaje się, że staje się ich niezależnym administratorem w rozumieniu przepisów RODO* |
| Przetwarzanie danych osobowych przez Podmiot Przetwarzający będzie odbywać się wyłącznie na udokumentowane polecenie Administratora Danych Osobowych, przy czym za udokumentowane polecenie uznaje się: | *Czynności realizowane w ramach Przedmiotu Umowy,* |  |

**Załącznik nr 3 do Umowy powierzenia przetwarzania danych osobowych**

**LISTA KONTROLNA[[2]](#footnote-2)**

**(UZUPEŁNIA PODMIOT PRZETWARZAJĄCY)**

Ma na celu wykazanie, że Podmiot Przetwarzający spełnia wymagania Rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych; dalej: RODO), zaś Administrator Danych Osobowych korzysta z Podmiotu Przetwarzającego, który zapewnia wystarczające gwarancje wdrożenia odpowiednich środków technicznych i organizacyjnych, by przetwarzanie spełniało wymogi RODO i chroniło prawa osób, których Dane dotyczą.

…………………………………………………….

(Podmiot Przetwarzający)

……………………………………………………

(adres)

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Lp. | Pytanie | Tak (spełnia) | Nie (nie spełnia) | Uwagi/sposób realizacji |
| Środki techniczne i organizacyjne | | | | |
|  | Jakie środki techniczne i organizacyjne wymagane na mocy art. 32 RODO wdrożył Podmiot Przetwarzający (dalej również: PP), aby zapewnić, by przetwarzanie spełniało wymogi RODO i chroniło prawa osób, których powierzone Dane dotyczą?  **Proszę krótko opisać procedury i polityki obowiązujące u PP.**  **Proszę opisać środki techniczne i organizacyjne w celu zapewnienia bezpieczeństwa** **danych (o ile są stosowane i dotyczą danego charakteru przetwarzania) obejmujące:**   1. zarządzanie incydentami i procedury zgłaszania Administratorowi Danych Osobowych (dalej również: Administrator/ADO) naruszenia przetwarzania danych osobowych, 2. zarządzanie ryzykiem, 3. środki umożliwiające pseudonimizację i szyfrowanie danych osobowych, 4. środki zapewniające zdolność do ciągłego zapewnienia poufności, integralności, dostępności i odporności systemów i usług przetwarzania 5. środki zapewniające zdolność do szybkiego przywrócenia dostępności danych osobowych i dostępu do nich w razie incydentu fizycznego lub technicznego 6. procesy umożliwiające regularne testowanie, mierzenie i ocenianie skuteczności środków technicznych i organizacyjnych mających zapewnić bezpieczeństwo przetwarzania 7. środki umożliwiające identyfikację i autoryzację użytkowników 8. środki zapewniające ochronę danych w czasie ich przekazywania, w tym korzystanie z nośników informacji, 9. środki zapewniające ochronę danych w czasie ich przechowywania, w tym korzystanie z nośników informacji, 10. środki służące zapewnieniu bezpieczeństwa fizycznego miejsc, w których przetwarzane są dane osobowe, w tym zasady przebywania i kontroli dostępu do pomieszczeń oraz systemu informatycznego, w których przetwarza się powierzone dane osobowe, 11. środki umożliwiające rejestrowanie zdarzeń, 12. środki służące do konfiguracji systemu, w tym konfiguracji domyślnej, 13. środki dotyczące zarządzania wewnętrznym systemem IT i bezpieczeństwem IT, 14. środki zapewniające minimalizację danych, 15. środki zapewniające odpowiednią jakość danych, 16. środki zapewniające ograniczone zatrzymywanie danych, 17. środki zapewniające rozliczalność, 18. środki umożliwiające przenoszenie danych i zapewnienie ich usuwania. |  |  |  |
| Informacje ogólne | | | | |
|  | Czy PP powołał Inspektora Ochrony Danych, o którym mowa w art. 37 RODO lub osobę do kontaktu w zakresie ochrony danych osobowych? Proszę o wskazanie danych kontaktowych tej osoby. |  |  |  |
|  | Czy PP, na podstawie art. 30 ust. 2 RODO prowadzi rejestr wszystkich kategorii czynności przetwarzania dokonywanych w imieniu Administratora? |  |  |  |
| Personel Podmiotu Przetwarzającego | | | | |
|  | Czy PP zapewnia, by osoby dopuszczone do przetwarzania Danych osobowych zobowiązały się do zachowania w poufności powierzonych do przetwarzania Danych osobowych i sposobów ich zabezpieczenia lub podlegały takiemu ustawowemu obowiązkowi? |  |  |  |
|  | W jaki sposób PP nadzoruje i zapewnia, że personel dopuszczony do przetwarzania Danych osobowych przetwarza je wyłącznie w celach i zakresie przewidzianym Umową powierzenia przetwarzania danych osobowych? |  |  |  |
|  | Czy PP przed dopuszczeniem personelu do przetwarzania Danych osobowych szkoli te osoby w zakresie ochrony danych osobowych? |  |  |  |
|  | Czy PP zapoznaje personel, który dopuszcza do przetwarzania Danych osobowych z procedurami i instrukcjami w zakresie bezpieczeństwa informacji, w tym Regulaminem Ochrony Informacji dla Podmiotu Zewnętrznego (o ile dotyczy)? |  |  |  |
| Pomoc Administratorowi w wywiązaniu się z obowiązków | | | | |
|  | Czy i jakie procedury/zasady opracował i wdrożył PP, aby zapewnić podejmowanie działań mających na celu pomoc Administratorowi w wywiązaniu się z obowiązku odpowiadania na żądania osoby, której Dane dotyczą, w zakresie wykonywania jej praw określonych w rozdziale III RODO? |  |  |  |
|  | Jakie procedury/zasady mające na celu pomoc Administratorowi w wywiązaniu się z obowiązków określonych w art. 32–36 RODO PP opracował/stosuje (uwzględniając charakter przetwarzania Danych osobowych oraz dostępne informacje)? |  |  |  |
|  | Czy, zgodnie z art. 33 ust. 2 RODO, PP opracował procedurę lub sposób postępowania w celu zgłoszenia Administratorowi bez zbędnej zwłoki stwierdzonego naruszenia ochrony Danych osobowych? |  |  |  |
|  | Czy PP przygotowany jest do udostępnia Administratorowi wszelkich informacji niezbędnych do wykazania spełnienia obowiązków określonych w artykule 28 RODO oraz przygotowany jest do umożliwienia Administratorowi lub audytorowi upoważnionemu przez Administratora do przeprowadzania audytów, w tym inspekcji i współpracy przy nich? |  |  |  |
|  | Czy PP, w przypadku gdy przetwarzanie powierzonych Danych osobowych wykracza poza operacje przetwarzania Danych na udostępnionej przez Administratora Danych infrastrukturze, dysponuje środkami, które pozwalają na usunięcie lub zwrot powierzonych Danych osobowych oraz usunięcie ich kopii? |  |  |  |
| Podpowierzenie | | | | |
|  | Czy PP będzie korzystał z usług dalszego podmiotu przetwarzającego? |  |  |  |
|  | W przypadku odpowiedzi pozytywnej na pytanie nr 13, czy PP posiada zgodę Zamawiającego/Administratora na podpowierzenie? |  |  |  |
|  | Czy w przypadku korzystania z usługi dalszego podmiotu przetwarzającego, PP zapewnia, że na ten podmiot - w drodze umowy lub odpowiednio standardowych klauzul – zostaną nałożone te same obowiązki ochrony Danych, jak w umowie powierzenia przetwarzania zawartej między Zamawiającym (Administratorem) a PP (art. 28 ust. 4 RODO)? |  |  |  |
| Kodeksy postępowania i certyfikacje | | | | |
|  | Czy PP stosuje zatwierdzony kodeks postępowania, o którym mowa w art. 40 RODO? |  |  |  |
|  | Czy PP uzyskał certyfikację, o której mowa w art. 42 RODO? |  |  |  |
|  | Czy PP posiada certyfikat zgodności z normą ISO / IEC 27001? |  |  |  |

………………………………………………………….…………….………………………………………….

(miejscowość, data, czytelny podpis osoby upoważnionej do reprezentacji)

**Załącznik nr 4 do Umowy powierzenia przetwarzania danych osobowych**

Wzór wykazu dalszych podmiotów przetwarzających

**(UZUPEŁNIA PODMIOT PRZETWARZAJĄCY)**

**UWAGA WYJAŚNIAJĄCA:**

Niniejszy załącznik należy wypełnić w razie udzielenia szczegółowej zgody na korzystanie z usług dalszych podmiotów przetwarzających, zgodnie z § 4 OWUPPDO.

Administrator Danych Osobowych zezwolił na korzystanie z usług następujących dalszych podmiotów przetwarzających:

|  |  |
| --- | --- |
| 1. | Imię i nazwisko lub nazwa: … |

|  |  |  |
| --- | --- | --- |
|  | Adres: … |  |

|  |  |
| --- | --- |
|  | Imię i nazwisko, stanowisko i dane kontaktowe osoby wyznaczonej do kontaktów: … |

|  |  |
| --- | --- |
|  | Opis przetwarzania (w tym jasne określenie zakresu odpowiedzialności w przypadku upoważnienia kilku dalszych podmiotów przetwarzających): … |

1. O ile takich danych będzie dotyczyć UPPDO. [↑](#footnote-ref-1)
2. W miejsce listy kontrolnej Podmiot Przetwarzający może przedstawić ogólny opis środków technicznych i organizacyjnych stosowanych przez ten Podmiot (z uwzględnieniem zagadnień wskazanych w liście kontrolnej), by wykazać, że zapewnia wystarczające gwarancje by przetwarzanie spełniało wymogi RODO i chroniło prawa osób, których powierzone do przetwarzania dane dotyczą. [↑](#footnote-ref-2)